LG Munchen |, Endurteil v. 25.04.2023 — 33 O 5976/22

Titel:
Unzuléssige Ubermittlung von sogenannten Positivdaten an Auskunfteien

Normenketten:
UKlaG § 2 Abs. 2 S. 1 Nr. 11
VO (EU) Nr. 2016/679 Art. 5, Art. 6

Leitsatze:

1. Ein in die Liste des § 4 UKlaG eingetragener Verbraucherschutzverband ist berechtigt, VerstéRe gegen
Art. 5 und 6 DSGVO in Bezug auf Verbraucher geltend zu machen, auch wenn der Datenschutz in dessen
Satzung nicht ausdriicklich genannt ist. (Rn. 56 — 66) (redaktioneller Leitsatz)

2. Das Verwaltungsverfahren liber den Bundesbeauftragten fiir Datenschutz und die Informationsfreiheit
geht einem Unterlassungsverfahren eines Verbraucherschutzverbandes aufgrund der Weitergabe von
personenbezogenen Daten vor dem Zivilgericht nicht vor. (Rn. 75 — 79) (redaktioneller Leitsatz)

3. Die Weitergabe von sog. Positivdaten von Verbrauchern, also personenbezogenen Daten, die keine
negativen Zahlungserfahrungen sondern Informationen {iber die Beantragung, Durchfiihrung und
Beendigung eines Vertrages beinhalten, an Wirtschaftsauskunfteien ist unzuldssig. (Rn. 84 — 124)
(redaktioneller Leitsatz)

4. Ob von Geschéftsbedingungen getrennte ,Datenschutzmerkblatter” als Vertragsbedingungen anzusehen
sind, hangt davon ab, ob sie dem Verbraucher den Eindruck vermitteln, dass er sie sich im Streitfall als
verbindliche Regelung entgegenhalten lassen muss. (Rn. 129) (redaktioneller Leitsatz)

Schlagworte:
Unterlassungsklage, Weitergabe, AGB

Rechtsmittelinstanz:
OLG Miinchen, Endurteil vom 03.04.2025 — 6 U 2414/23 e

Fundstellen:

LSK 2023, 10317
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Tenor

I. Die Beklagte wird verurteilt, es bei Meldung eines vom Gericht fur jeden Fall der Zuwiderhandlung
festzusetzenden Ordnungsgeldes bis zu 250.000 EUR, ersatzweise Ordnungshaft bis zu sechs Monaten,
oder einer Ordnungshaft bis zu sechs Monaten, letztere zu vollziehen an ihrem Geschéaftsflhrer, zu
unterlassen, im Rahmen geschéftlicher Handlungen gegentber Verbrauchern nach Abschluss eines
Telekommunikationsvertrages sog. Positivdaten, also personenbezogene Daten, die keine negativen
Zahlungserfahrungen oder sonstiges, nicht vertragsgemafRes Verhalten zum Inhalt haben, sondern
Informationen Uber die Beantragung, Durchfiihrung und Beendigung eines Vertrages darstellen, an
Wirtschaftsauskunfteien, namentlich die SCHUFA Holding AG, Kormoranweg 5, 65201 Wiesbaden, zu
ibermitteln, wie in Anlage K 3 unter der Uberschrift ,Erstellung eines Servicekontos (SCHUFA)*
beschrieben.



Anlage K 3
Datenschutzmerkblatt fiir Kunden der Telefdnica Germany GmbH & Co. OHG

Im Folgenden informiert die Telefdnica Germany GmbH & Co. OHG (im Folgenden ,,wir”) Sie Giber die
Verarbeitung personenbezogener Daten im Zusammenhang mit der Inanspruchnahme unserer
Dienste und Produkte als Endkunden (z. B. Telekommunikationsdienst, Verkauf von Endgeraten) und
die Ihnen nach den Datenschutzgesetzen zustehenden Rechte. Sollten Sie als unser Vertragspartner
unsere Dienstleistungen/Produkte anderen Personen zur Nutzung Uberlassen, verarbeiten wir auch
deren Daten. Infarmieren Sie bitte diese Personen Gber den Inhalt dieses Datenschutzmerkblattes.

1. Kontaktdaten Verantwortlicher
Telefénica Germany GmbH & Co. OHG, Georg-Brauchle-Ring 50, 80992 Miinchen, verschliisseltes
Kontaktformular: https://www.telefonica.de/datenschutz-kontakt

2. Kontaktdaten Datenschutzbeauftragter
Telefénica Germany GmbH & Co. OHG, Datenschutzbeauftragter, Georg-Brauchle-Ring 50, 80992

Miinchen, verschlisseltes Kontaktformular: https://www.telefonica.de/datenschutz-kontakt

3. Personenbezogene Daten
Personenbezogene Daten sind alle Informationen, die sich auf eine identifizierte oder identifizierbare
naturliche Person (im Folgenden ,betroffene Person”) beziehen.
Im Rahmen eines Telekommunikationsvertrages verarbeiten wir inshesondere Bestandsdaten und
Verkehrsdaten (Informationen zu den Verkehrsdaten finden Sie in Ziffer 5).
Bestandsdaten sind alle personenbezogenen Daten, die fir die Begrindung, inhaltliche
Ausgestaltung, Anderung oder Beendigung des Vertragsverhéltnisses erforderlich sind, z. B. Name,
Anrede, Anschrift, Rufnummer, monatliche Summen Ihrer Umsitze, Gesamtnutzung je Netz (national
und international), Beginn und Ende Ihres Vertrages, die mit uns gefiihrte Kommunikation zu lhrem
Vertrag.

4. Zwecke und Rechtsgrundlagen der Datenverarbeitung
Wir verarbeiten personenbezogene Daten im Rahmen der datenschutzrechtlichen Vorgaben.
4.1. Vertragserfiillung/Durchfiihrung vorvertraglicher MaBnahmen (Art. 6 Abs. 1 b) DSGVO)
Um einen Vertrag abzuschlieRBen, einen bereits abgeschlossenen Vertrag zu erfiillen oder zu beenden,
werden personenbezogene Daten verarbeitet. Hierunter sind z. B. auch Datenverarbeitungen zu
fassen, die im Zusammenhang mit unserem Kundenservice durchgefiihrt werden. Die fir den
Abschluss eines Vertrages erforderlichen personenbezogenen Daten sind in den Auftragsformularen
als Pflichtangaben gekennzeichnet. Ohne Angabe dieser personenbezogenen Daten ist ein
Vertragsabschluss nicht maglich.

4.2. Wahrung berechtigter Interessen (Art. 6 Abs. 1 f) DSGVO)
Wir verarbeiten |hre personenbezogenen Daten, wenn dies zur Wahrung unserer Interessen oder
Interessen Dritter erforderlich ist und lhre Interessen nicht lberwiegen. Wir verarbeiten hierbei
personenbezogene Daten zu Wahrung folgender berechtigter Interessen:

o Ermittlung von Ausfallrisiken (z. B. Bonitdtsprifung, Betrugspravention)

+ Einziehung oder Verkauf ausstehender Forderungen (z. B. Inkassoverfahren)

+  Weiterentwicklung unserer Dienstleistungen und Produkte (z. B. durch Analyse wvon

Zusammenhangen zwischen mehreren Vertragen)
#  Absatzforderung (z. B. Kontaktaufnahme zu Marketingzwecken)



s Erkenitnisgewinn  dber Marktstrukturen und  -dynamiken {z. B. Markt- und
Meinungsforschung)

» Verhinderung und Aufklarung von Straftaten und Missbrauch

s  Abwendung von Schaden unserer IT-Systema

s  Vermeidung von Fehlversendungen von Produkten (z. B. Adressprifung)

s Abrechnung rmit an der Erbringung und Vertrieb unserer Dienste Betelligten

&« Sicherung rechtlicher Anspriche und Verteidigung bei Rechtstreitigkeiten

4.3, Erfiillung einer rechtlichen Verpflichtung {Art. 6 Abs. 1 c) DSGVO)

Wir unterliegen wverschiedenen rechtlichen Vorgaben, aus denen sich eine Verpflichtung zur
Verarbeitung personenbezogener Daten ergeben kann: nach telekommunikationsrechtlichen
Vorgaben wu. a. zur Awuskunft, Telekommunkationsiberwachung, Mitteilen ankommender
Verbindungen (Fangschaltung) sowie zur Herstellung won Notrufverbindungen, nach Handels-,
Gesellschafts-, Wettbewerbs- und Steuergesetzen, Datenschutzgesetzen sowie weiteren allgemeinen
gesetzlichen Verpflichtungen oder behordlichen Anordnungen.

Wir sind nach dem TKG gesetzlich verpflichtet, eine Identititspriifung anhand eines
Legitimationsdokumentes  (Personalausweis etc.) wvor Abschluss eines Prepaid-Vertrages
vorzunehmen. Ohne Bereitstellung der erforderlichen Daten, ist eine solche Priffung und damit auch
der Abschluss eines Prepaid-Vertrags nicht mdéglich.

Im Wege der elektronischen Identifizierung (elD-Verfahren) werden unter Eingabe Ihrer PIN oder, im
Fall des Vor-Ort-Auslesens, Ihrer Zugangsnummer (CAN) die erforderlichen persenenbezogenen Daten
unmittelbar aus Ihrem Legitimationsdokument ausgelesen (Vor-/Nachname, Gzburtsdatum,
Giltigkeitsdaturn, Art des Legitimationsdokumentes und falls vorhanden Adresse), fir lhren Vorgang
ein einmalig aJtomatisiert vergebenes dienste- und kartenspezifisches Kennzeichen gespeichert sowie
ohne weitere Speicherung, lhre PIN bzw. |hre CAN rur Autorisierung des Auslesevorgangs verwendet.
Alternativ wird tempoardr, d.h, ohne weitere Speicherung, eine Kopie lhres Legitimationsdokuments
erstellt  unc  Vor-/Nachname, Adresse (falls wvorhanden), Geburtsdatum, Art des
Legitimationsdokumentes, Nummer des Legitimationsdokumentes, ausstellende Behdrde und
Giltigkeitsdatum daraus ausgelesen und verarbeitet. Dazu stehen verschiedene Verfahren (z. B.
Postfiliale, Videochat) zur Verfligung, aus denen Sie wihlen kdnnen.

4.4, Verarbeitung auf Grundlage von Einwilligungen (Art. 6 Abs, 1 a} DSGVO)

Wir verarbeiten lhre personenbesogenen Daten, wenn Sie uns hiereau eine Einwilligung gegeben haben
z. B. fir die Gesprichsaufzeichnung an unseren Hotlines. Sie haben jederzeit die Moglichkeit, lhre
Einwilligung zu widerrufen. Durch den Widerruf der Einwilligung wird die RechtmaBigkeitder aufgrund
der Einwilligung bis zum Widerruf erfolgten VYerarheitung nicht beriihrt. Weitere Inforrrationen, z. B.
zu den Zwecken und lhren Widerrufsmoglichkeiten, erhalten Sie bei Abgabe der Einwilligung.

5. Verkehrsdaten und Inhalte der Kommunikation
Verkehrsdaten sind Daten, deren Erhebung, Verarbeitung oder Nutzung bei der Erbringung eines
Telekommunikationsdienstes erforderlich sind: die Nummer oder Kennung lhres Anschlusses und Ihrer

Endeinrichtung; von Ihnen in Anspruch genommene Telekommunikationsdienste, dabei angefallene
Standortdaten, IP-Adressen, Beginn, Ende und Umfang der Verbindungen sowie Ubermittelte

Datenmengen.
Wir verarbeiten lhre Verkehrsdaten zur
s Erbringung unserer Telekommunikationsdienste (§ 9 TTDSG)



+ Vermarktung wvon Telekommunikationsdiensten, bedarfsgerechten Gestaltung wvon
Telekommunikationsdiensten cder Bereitstellung von Diensten, soweit Sie eine Einwilligung
abgegeben haben (§ 9 TTDSG)

s Erfillung unserer Pflichten zur Verarbeitung von Verkehrsdaten aufgrund von anderen
Rechtsvorschriften (§ 9 TTDSG)

+ Entgeltermittlung und Entgeltabrechnung (§ 10 TTDSG)

* Erkennung, Eingrenzung und Beseitigung wvon Stdrungen sowie zur Sicherung unseres
Entgeltanspruchs, um die rechtswidrige Inanspruchnahme des Telekommunikationsdienstes
aufzudecken und zu unterbinden (§ 12 TTDSG)

Den Inhalt Ihrer Kemmunikation speichern wir nur in Form einer Zwischenspeicherung zur Erbringung
bestimmter Dienste (z. B. SMS, Mailbox-Systeme), soweit erforderlich (§ 6 TTDSG) und mit Thnen
vereinbart.

6. Datenverarbeitung fiir Marketingzwecke
Auf Grundlage der Interessenabwagung (Art. 6 Abs. 1 f) DSGVO) verarbeiten wir grundsatzlich

s  |hre E-Mailadresse und Mobilfunknummer, um lhnen Text- und Bild-Nachrichten iber O,-
Produkte zuzusenden, die lhren bei O, erworbenen Produkten dhneln;

¢ |hre Postadresse, um lhnen aus dem gesamten Sortiment O,-Produkte per Brief anzubieten;

+ bestimmte Bestandsdaten, soweit es erforderlich ist, um lknen fir lhren individuellen Bedarf
passende 0,-Produkte anzubieten.

Sie haben daruber hinaus die Moglichkeit ,,Marketing-Einwilligungen®” (Art. 6 Abs. 1 a) DSGVO)

e zur kontaktaufnahme per E-Mail, sonstige elektronische Nachrichten und/oder Telefon
abzugeben, um Informationen ber O,-Produkte zu erhalten und/oder zur Marktforschung
befragt zu werden;

s zur Erstellung eines Nutzungsprofils mit Bestandsdaten und/oder Verkehrsdaten abzugeben,
um bedarfsgerechte O,-Produkte zu gestalten und/oder lhnen anzubieten.

Wenn Sie zudem die ,Online-Einwilligung” (Art. 6 Abs. 1 a) D5GVD) abgegeben haben, werden lhre
Online-Nutzungsdaten lhrem erstellten Nutzungsprofil hinzugefiigt, um bedarfsgerechte O,-Produkte
zu gestalten

Begriffserlduterungen und Informationen zu lhren aktuellen Konfigurationen zu Marketingzwecken (z.
B. welche Marketing-Einwilligung Sie abgegeben haben) kéinnen Sie in lhrem Kundenkontc Login-
Bereich Mein 0; einsehen. Dort kénnen Sie auch der Datenverarbeitung fir Marketingzwecke
widersprechen bzw. lhre abgegebene Einwilligung widerrufen,

7. Empfanger personenbezogener Daten
Soweit dies flr die Erflillung der oben genannten Zwecke erforderlich ist, haben folgende Empfinger
im erforderlichen Umfang Zugriff auf lhre personenbezogenen Daten:
* Mitarbeiter unseres Unternehmens
* Auftragsverarbeiter, die uns bei der Datenverarbeitung im Rahmen der Auftragsverarbeitung
unterstiitzen im Bereich [T- und MNetz-Betrieb, AnalysefAuswertungen, Callcenter,
Kundenservice, Postverarbeitung, Akten-/ Datentrdgervernichtung, Lettershop, Druckerei,
Archivierung, Identitdtspriifung, Bonitdtshewertung, Betrugsprivention, Vertriebspartner,
Werbung und Marketing, Marktforschung, Betrieb von Online-Angeboten, Websites und Apps.
Diese Dienstleister wurden sorgfaltig ausgewahlt und unterliegen strengen wvertraglichen
Vereinbarungen, u. a. zur Verschwiegenheit.



+ andere Empfanger auBerhalb unseres Unternehmens, die nicht im Rahmen der
Auftragsverarbeitung fiir uns tatig sind:

* Telekommunikationsdiensteanbieter, z. B. zur Durchfihrung von Anrufen, Versendung
von 5M5 etc.;

# andere Unternehmen, die bei der Erbringung des gewiinschten Dienstes involviert
sind, z. B. Telefonbuchverlage bei einem gewinschten Telefonbucheintrag,
Unternehmen, die Musikdienste anbieten, wenn ein entsprechender Dienst
gewilnscht ist, oder solche, die mit der Abwicklung von Reparaturen lhrer Endgerate
beauftragt sind;

* Vertriehspartner und andere Unternehmen, die uns beim Vertrieb unserer Produkte
unterstiitzen;

= Banken, z. B. zur Durchfihrung von Lastschriftverfahren;

= Anbieter von Zahlungsdiensten, z. B. fir alternative Bezahlmethoden;

# Inkassounternehmen, z. B. zur Einziehung ausstehender Forderungen;

o Auskunfteien (weitere Informationen erhalten Sie hierzu in Ziffer 9);

» Steuerberater/Wirtschaftspriifer, zur Gewdhrleistung und Uberprifung der
Buchfiihrung der gesetzlichen Vorgaben (z. B. stauerrechtliche Vorgaben);

* Rechtsanwalte, zur Vertretung und Durchsetzung unserer rechtlichen Interassen;

# Logistikanbieter, die fiir die Postzustellung eingesetzt werden.

Auch diese Empfanger sind aufgrund gesetzlicher oder berufsstandischer Pflichten oder

vertraglicher Vereinbarungen zur Einhaltung des Datenschutzes verpflichtet.

* staatliche Stellen (z. B. Auskunftsersuchen wvon  Ermittlungsbehdrden) oder
natirliche/juristische Personen (z. B, zur Geltendmachung von Ansprichen) im Einzelfall auf
Grundlage gesetzlicher Verpflichtungen

8. Datenverarbeitung in Drittlindern

Wir verarbeiten lhre personenbezogenen Daten grundsatzlich nur in Deutschland und in der
Europdischen Union,

Personenbezogene Daten werden auBerhalb der Europdischen Union (sogemannte Crittlander)
verarbeitet, wenn flr dieses Drittland ein ,Angemessenheitsbeschluss” der Europdischen Kommission
(Art. 45 DSGVO) besteht, ,geeignete Garantien” (Art. 46 DSGVO) oder interne
Datenschutzvorschriften” (Art. 47 DSGVO) beim Empfanger vorliegen. Bei Bedarf werden zusdtzliche
MaBnahmen mit dem Empfanger im Drittland vereinbart, Allgemeine Informationen zu den

Angemessenheitsbeschlissen  kdnnen  Sie  unter  hitps:/fec.europa.eufinfo/law/law-topic/data-

protection/data-transfers-outside-ev/adequacy-protection-personal-data-non-eu-countries de, zu
den vorliegenden geeigneten Garantien unter https://ec.europa.eu/info/law/law-topic/data-
protection/data-transfers-outside-eu/model-contracts-transfer-personal-data-third-countries _de
und zu den internen Datenschutzvorschriften unter https://ec.europa.eu/info/law/law-topic/data-
protection/data-transfers-outside-eu/binding-corporate-rules de abrufen. Fiir weitere Informationen
konnen Sie sich an den Verantwortlichen wenden.

Im Ubrigen werden Ihre personenbeiogenen Daten in Drittlindern verarbeitet, soweit es zur Erfiillung
des Vertrages (z. B. Erbringung des Telekommunikationsdienstes =  Anrufe in
Drittlander/Roamingverbindungen) erforderlich ist, Sie eingewilligt haben oder eine gesetzliche
Verpflichtung besteht.




9. Datenilibermittlung an Auskunfteien
Im Rahmzan des Abschlusses sowie der Durchfiihrung und Beendigung von Vertrdgen arbeiten wir mit
folgenden Auskunfteien zusammen:

s SCHUFA Holding AG, Kormeranweg 5, 65201 Wiesbaden {im Folgenden: ,SCHUFA")

* infoscore Consumer Data GmbH, Rheinstrale 99, 76532 Baden-Baden

+ CRIF GmbH, Leopoldstrale 244, 80807 Minchen
Im Rahmen wvon Vertragsabschlissen mit Geschéftskunden arbeiten wir zudem mit folgenden
Auskunftzien zusammen:

+ Verband der Vereine Creditreform e.V., Hammfelddamm 13, 41415 Neuss

& [Dun & Bradstreet Deutschland GmbH, Robert-Bosch-5tr. 11, 64293 Darmstadt

Bonitdts- und Identititspriifung

Bei Vertrigen, bei denen wir in Vorleistung gehen (z. B. Laufzeitvertrag, Kauf auf Rechnung) und bei
Vertrigen, bei denen wir Ratenrahlung oder Lastschriftverfahren anbieten, fihren wir eine
automatisierte  Entscheidungsfindung durch. Eine sokhe  ausschlieklich  automatisierte
Entscheidungsfindung ist eine Entscheidung, die auf einer automatisierten Verarbeitung beruht und
an der keine natilrliche Person beteiligt ist. Dabei werden personenbezogene Daten verarbeitet, um
bestimmte personliche Aspekte (z. B. zuverlassige Begleichung von Rechnungen) zu bewerten
(Prefiling).

Hierzu (bermitteln wir die bei Vertragsabschluss angegebenen personenbezogenen Daten (Name,
Anschrift, Geburtsdatum und -ort, E-Mail-Adresse, Bankverbindung) zur Bonitdtsprifung und zur
Identitatsprifung (Art. 6 Abs. 1 f] DSGVO) grundsatzlich an eine oder auch mehrere der oben
genannten Auskunfteien.

Bei der Bonitdtsprifung ziehen wir Wahrscheinlichkeitswerte — sogenannte Scorewerte — heran,
Hierzu werden Prognosen iber das kinftige Zahlungsverhalten anhand von personenbezogenen Daten
und ggf. Erfahrungen aus der Vergangenheit gebildet. Die Scorewerte berechnen sich aus
verschiedenen Datenkategorien, die im Rahmen eines wissenschaftlich anerkannten, mathematisch-
statistischen Verfahrens nachweislich fur die Berechnung der Wahrscheinlichkeit eines zukinftigen
Zahlungsausfalls erheblich sind. Neben externen Scorewerten, die wir von Auskunfteien erhalten,
werden auch interne Score-Berechnungen durchgefihrt. Im Wesentlichen verwenden wir fir die
interne Score-Berechnung mit |hrer Anfrage verknupfte Abrechnungsinformationen, historische
Zahlungserfahrungen und Mahnaktionen der letzten 24 Monate, die Dauer des 3dltesten
Vertragsverhaltnisses und laufende Hardwarefinanzierungen. Diese Werte bilden die jeweiligen
Zahlungsausfallwahrscheinlichkeiten zum Zeitpunkt ihrer Berechnung ab. Fir die Berechnung von
Scorewerten werden auch Anschriftendaten genutzt.

Sie haben das Recht auf Erwirkung des Eingreifens einer Person, auf Darlegung des eigenen
Standpunkts und auf Anfechtung der Entscheidung. Liegt ein Grund zur Ablehnung des Vertrages vor,
z. B. ein Missbrauchsverdacht oder unzureichende Bonitét, kdnnen die Bewertung und d e zugrunde
liegenden Anhaltspunkte durch einen Mitarbeiter Gberprit werden. Sollten fir Sie konkrete
Anhaltspunkte bestehen, dass unsere Entscheidung auf Daten zu lhrer Person beruht, die fir Sie nicht
nachvaollziehbar oder nicht korrekt sind, kénnen Sie uns gerne lhren Standpunkt erldutern, den wir bei
einer erneuten Prifung beriicksichtizen werden. Ggf. kann ein Vertrag unter gednderten Bedingungen
abgeschlossen werden.

Einmeldung von Forderungen




Bei Vorliegen der gesetzlichen Voraussetzungen ibermitteln wir den Auskunfteien auch Daten
aufgrund nicht vertragsgemaRen Verhaltens (z. B. fillige Forderungen, Konten-/ Kartenmissbrauch),
um uns und Marktteilnehmer vor Forderungsausfillen zu schiitzen [Art. 6 Abs. 1 f) DSGVOQ). Uber eine
geplante Einmeldung werden Sie vorab infarmiert.

Zusatzlich zu den oben genannten Auskunfteien erhalt der Telekommunikations-Pool (c/o infoscore
Consumer Data GmbH, RheinstraBe 99, 76532 Baden-Baden) Informationen zu nicht
vertragsgemalem Verhalten: Aufgabe des Telekommunikations-Pools (im Folgenden , TKP®) ist es, uns
und anderen Teilnehmern des TKP Informationen zu geben, um uns und die anderen Teilnehmer des
TKP vor Forderungsausfallen zu schiitzen und gleichzeitig die Moglichkeit zu erdffnen, Sie bei Verlust
der Mobilfunkkarte(n) und/ oder Missbrauch vor weitergehenden Folgen zu bewahren [Art. 6 Abs. 1
f) DSGVOD). Der TKP ist eine Gemeinschaftseinrichtung von Unternehmen, die gewerbsmaRig
entgeltliche Telekommunikationsdienstleistungen oder Telemediendienste erbringen.

Erstellung eines Servicekontos (SCHUFA)

Wir Ubermitteln zum Schutz der Marktteilnehmer wvor Forderungsausfillen und Risiken
personenbezogene Daten (ber die Beantragung, Aufnahme und Beendigung des
Telekommunikationsvertrages (Name, Anschrift, Geburtsdatum, Information (ber den Abschluss
dieses Telekommunikationsvertrags, Referenz zum Vertrag) an die SCHUFA, wenn sich dahingehend
aus den Vertrdgen eine hinreichende Relevanz ergibt (Art. 6 Abs. 1 f) DSGVO).

Fiir eine zuverldssige Einschdtzung der Kreditwiirdigkeit ist ein moglichst umfassendes Bild Gber
bestehende finanzielle Verpflichtungen wichtig. Hierzu tragt die Speicherung von Vertragsheziehungen
aus dem Telekommunikationsbereich bei der SCHUFA bei, Sollten Sie die Ubermittlung an die SCHUFA
nicht winschen, schreiben Sie bitte an SCHUFA-SK@telefonica.com.

Weitergehende Informationen der Auskunfteien kénnen Sie hier abrufen:
* Schufa: https://www.schufa.de/datenschutz-dsgvo/

+ |nfoscore & Telekommunikations-Pool: https://www.experian.de/selbstauskunft
e CRIF: https://www.crif de/datenschutz/
s Creditreform: https://www.creditreform.de/datenschutz

¢ Dun&Bradstreet: https://www.dnb.com/de-de/daten-und-sicherheit/

10. Léschung personenbezogener Daten

Wir l6schen personenbezogene Daten grundsdtzlich, wenn sie nicht mehr erforderlich sind (s.0.
Zwecke).

Bestandsdaten loschen wir nach Vertragsbeendigung unverziglich, soweit wir sie nicht fir die
nachvertragliche Betreuung bendtigen, spatestens jedoch nach 14 Monaten. In Einzelfillen (z. B. bei
ausstehenden Zahlungen oder Rechtsstreitigkeiten) kann eine langere Speicherung bis zur Erledigung
erforderlich sein. Dariiber hinaus speichern wir lhre Daten auf Grundlage gesetzlicher Vorgaben (z. B.
handelsrechtliche, steuerrechtliche oder telekommunikationsrechtliche Anforderungen); in diesen
Féllen laschen wir die Daten mit Ablauf der gesetzlichen Fristen.

Scoring Daten werden ein Jahr nach deren Erhebung geldscht. Daten aus angenommenen Bestellungen
im Bereich der Risikopriifung (Bonitdt und Betrugsprivention) werden drei Jahre nach Erhebung
geldscht, bei abgelehnten Bestellungen werden die Daten spdtestens ein Jahr nach deren Erhebung
geloscht.

Nach Ende |hrer Telekommunikationsverbindung stellen wir fest, welche Ihrer Verkehrsdaten fir die
Abrechnung relevant sind. Nicht fir die Abrechnung mit lhnen oder anderen Diensteanbietern



relevante Daten (u.lU. Daten von Flatrate-Verbindungen, Nummer lhres Endgerdtes) |Gschen wir
unverziiglich. Spatestens sechs Monate nach Rechnungsversand loschen wir die der Rechnung
zugrundeliegenden Verkehrsdaten., Wenn Sie gegen |hre Rechnung Einwendungen erhoben haben,
speichern wir gegebenenfalls |hre Daten, bis die Einwendungen abschlieBend gekldrt sind. Soweit wir
gesetzlich verpflichtet oder berechtigt sind, speichern wir lhre Verkehrsdaten auch dariiber hinaus.
Zwischengespeicherte Nachrichteninhalte werden nach Ablauf der mit lhnen wvereinbarten
Aufbewahrungsfristen geldscht,

Wenn Sie lhre Einwilligung zur Verarbeitung personenbezogener Daten gegeben haben, l6schen wir
lhre personenbezogenen Daten, sobald Sie lhre Einwilligung widerrufen und soweit es an einer
anderweitigen Rechtsgrundlage fir die Verarbeitung fehlt.

Sollten Sie mit uns einen Vertrag abgeschlossen haben, der keinen Telekommunikationsdienst zum
Gegenstand hat {z. B. MyHandy-Vertrag, Handyversicherung), werden lhre in diesern Zusammenhang
verarbeiteten Daten geldscht, sobald die personenbezogenen Daten nicht mehr erforderlich {z. B.
Ablauf der Gewahrleistungsfrist) und die gesetzlichen Aufbewahrungsfristen abgelaufen sind.

11. Herkunft personenbezogener Daten
Wir verarbeiten nicht nur personenbezogene Daten, die wir direkt von Ihnen erhalten. In diesen Fillen
erhalten wir personenbezogene Daten von Dritten:

+ Bonitdtsdaten ([Scorewert, meldefahige negative Eintrdge aus Offentlichen Registern,
Inkassomeldungen, Informationen zur Identitit und zugehdrige Adressdaten) erhalten wir von
den Auskunfteien

s Verbindungsdaten bei der Nutzung unserer Dienste Gber andere Netzanbieter (z. B. Roaming)
erhalten wir von den Anbietern des genutzten Netzes rur Abrechnung

+ Bestandsdaten erhalten wir von unseren Vertriebspartnern, wenn Sie deren Dienste in
Anspruch nehmen

+ |nformationen zum Bezug von zusdtzlich gebuchten Diensten erhalten wir von den in die
Erbringung des gewiinschten Dienstes involvierten Unternehmen zur Abrechnung des
Dienstes (z. B. Nutzung von Musikdiensten)

12. Wahl- und Gestaltungsmaglichkeiten lhres Telekommunikationsvertrages
12.1. Endnutzerverzeichnis
Sie kdnnen beantragen, in einem oOffentlich gedruckten und/ oder elektronischen Verzeichnis
eingetragen zu werden. Im elektronischen Verzeichnis bestehen aufgrund der eingebetteten
Suchfunktion, z. B. die Abfrage |hres Namens Gber die Angabe |hrer Rufnummer (Inverssuche), weitere
Mutzungsmoglichkeiten.
12.2. Rufnummernanzeige/-unterdriickung, Notruf
lhre Rufnummer wird be| abgehenden Verbindungen standardmétig an den angerufenen Anschluss
Ubermittelt, es sei denn, dass lhnen bei Vertragsabschluss (z. B. bei der Bestellung oder in den AGBs)
etwas anderes mitgeteilt wird, Eine fallweise oder dauerhafte Unterdrickung der Rufnummer ist durch
eine Eingabe am Endgerdt mdglich. Auf Wunsch helfen wir Ihnen, die dauerhafte Unterdriickung
einzurichten; eine fallweise Ubermittlung ist dann durch Eingabe am Endgerit méglich. Beachten Sie
bitte, dass Sie bei Unterdrickung der Rufnummer maglicherweise einzelne personalisierte Dienste
nicht nutzen kénnen. Wenn Sie selbst einen Anruf mit unterdriickter Rufnummer erhalten, knnen Sie
den Anruf unentgeltlich an Ihrem Endgerat abweisen. Beim Versand von SM5-Nachrichten wird die
Rufnummer aus technischen Grinden immer angezeigt, auch wenn Sie lhre Rufnummer unterdriickt



haben. Beim Notruf wird die Rufnummer und lhr Standort aus gesetzlichen Grinden immer angezeigt
und Gbermittelt.

13, Statistische Analysen

Telefonica verwendet als Netzbetreiber anonymisierte und aggregierte Informationen fir statistische
Analysen zum Mutzen wvon Wirtschaft und Geszllschaft. Es sind keine Rickschlisse auf lhre
personlichen Informationen moglich. Hintergrundinformationen rund um die Verwendung von
anonymisierten Daten flr Analysen sowie konkretz Anwendungsfalle und Zwecke der Verwendung
finden Sie unter https://www.telefonica.de/analytizs. Sie sollen stets die Kontrolle {ber die Nutzung
Ihrer Daten behalten. Sie kbnnen unter https://www.telefonica.de/dap den aktuellen Status fur die
Zufiihrung lhrer Daten zur Anonymisierung und die Verwendung in statistischen Analysen bei Bedarf
dndern.

14. Kontaktaufnahme per Hotline
Wenn Sie eine unserer Service-Hotlines kontaktieren, wird die Rufnummer, von der Sie uns anrufen,
der Zeitpunkt und die Dauer des Anrufs verarbeitet. Das Gesprach wird nur aufgezeichnet, wenn Sie
hierzu Ihre Einwilligung abgeben. Die Gesprachsaufzeichnungen dienen der Geschaftsprozess- und
Serviceoptimierung sowie der Beweissicherung.

15. lhre Rechte

Als betroffene Person im Sinne der DSGVO haben Sie grundsatzlich folgende Rechte:

+ Sie haben das Recht, Auskunft (ber Ihre verarbeiteten Daten zu erhalten (Art. 15 DSGVO).

* Wenn Sie unrichtige personenbezogene Daten berichtigen bzw. unvollstindige Daten
vervollstindigen michten (Art. 16 DSGVO), kéinnen Sie dies grundsatzlich im Online-Self-Service
Bereich vornehmen,

* Sie haben unter bestimmten pgesetzlichen Voraussetzungen ein Recht auf Léschung lhrer
personenbezogenen Daten (Art. 17 DSGVO).

* Sie haben unter bestimmten gesetzlichen Voraussetzungen ein Recht auf Einschrankung der
Verarbeitung (Art. 18 DSGVO).

« Sie haben unter bestimmten gesetzlichen Voraussetzungen ein Recht auf Erhalt oder Ubertragung
der Sie betreffenden personenbezogenen Daten (Art. 20 DSGVO). Loggen Sie sich bitte zur
Geltendmachung in Ihren Online-5elf-Service-Bereich ein.

+ Sie haben das Recht, lhre abgegebenen Einwilligungen in die Verarbeitung Ihrer
personenbezogenen Daten jederzeit mit Wirkung flir die Zukunft zu widerrufen. Die
RechtmaBigkeit der aufgrund der Einwilligung bis zum Widerruf erfolgten Verarbeitung bleibt
dabei vom Widerruf unberihrt. Wie Sie den Widerruf erkldren kénnen, teilen wir lhnen bei
Einholung der Einwilligung mit.

+ Sie haben unter bestimmten gesetzlichen Voraussetzungen ein Recht auf Widerspruch. Hieriiber
informieren wir Sie in der folgenden Ziffer dieses Datenschutzmerkblattes.

Zur Ausibung |hres Auskunftsrechts kiéinnen Sie unser Formular https://meine-daten.telefonica.de/
verwenden. Anfragen zu den anderen aufgelisteten Rechten sowie sonstige Fragen zum Thema
Datenschutz  kénnen  Sie  germe  lber folgendes  Formular an  uns  richten:
https://www.telefonica.de/datenschutz-kontakt

Sie konnen sich mit lhrem Anliegen alternativ schriftlich an uns wenden:
Telefonica Germany GmbH & Co. OHG, Abt. Datenschutz, Georg-Brauchle-Ring 50, 80992 Minchen

Dariiber hinaus haben Sie das Recht auf Beschwerde bei einer Aufsichtsbehdrde (Art. 77 DSGVO). Sie
kdnnen sich hierzu an die Datenschutzaufsichtsbehdrde wenden.



16. Ihr Widerspruchsrecht (Art. 21 DSGVO)

Sie haben das Recht, aus Griinden, die sich aus lhrer besonderen Situation ergeben, jederzeit gegen
die Verarbeitung Ihrer personenbezogenen Daten, die auf Grundlage von Art. 6 Abs. 1 f) DSGVO
erfolgt, Widerspruch einzulegen; dies gilt auch fiir ein auf diese Bestimmungen gestiitztes Profiling.
Wir verarbeiten lhre personenbezogenen Daten dann nicht mehr fiir diese Zwecke, es sei denn, wir
kinnen zwingende schutzwiirdige Griinde fiir die Verarbeitung nachweisen, die lhre Interessen,
Rechte und Freiheiten liberwiegen, oder die Verarbeitung dient der Geltendmachung, Ausiibung
oder Verteidigung wvon Rechtsanspriichen. Solche Widerspriiche kénnen Sie iber
https://www.telefonica.de/datenschutz-kontakt einlegen.

Wenn wir |hre personenbezogenen Daten verarbeiten, um Direktwerbung zu betreiben, haben Sie
das Recht, jederzeit Widerspruch gegen die Verarbeitung dieser personenbezogenen Daten zum
Zwecke derartiger Werbung einzulegen; dies gilt auch fiir das Profiling, soweit es mit solcher
Direktwerbung in Verbindung steht. Wir verarbeiten dann Ihre personenbezogenen Daten nicht
mebhr fiir diesen Zweck. Im Zusammenhang mit unseren Telekommunikationsvertrégen kdnnen Sie

diesen Widerspruch unter https://permissions.telefonica.de/telefonica.html, in allen anderen

Fdllen unter https://www.telefonica.de/datenschutz-kontakt einlegen.

Alternativ kinnen Sie lhre Widerspriiche schriftlich einlegen: Telefénica Germany GmbH & Co.
OHG, Abt. Datenschutz, Georg-Brauchle-Ring 50, 80992 Miinchen

17. Anderungen des Datenschutzmerkblatts
Da Gesetzesdnderungen oder Anderungen unserer unternehmensinternen Prozesse eine Anpassung
dieses Datenschutzmerkblatts erforderlich machen kénnen, die wir uns entsprechend vorbehalten,
kdnnen Sie die aktuelle Version des Datenschutzmerkblatts unter
https://www telefonica.de/datenschutimerkblatt abrufen. Altere Versionen dieses Merkblatts
kbnnen Sie unter https://www.telefonica.de/datenschutz-kontakt oder schriftlich (Telefénica
Germany GmbH & Co. OHG, Abt. Datenschutz, Georg-Brauchle-Ring 50, 80992 Miinchen) anfordern.

V3.0

Die Beklagte wird verurteilt, an den Klager ... zzgl. Zinsen in Héhe von finf Prozentpunkten tber dem
Basiszinssatz seit 19.06.2022 zu zahlen.

1. Im Ubrigen wird die Klage abgewiesen.
Von den Kosten des Rechtsstreits ....

V. Das Urteil ist vorlaufig vollstreckbar. Der Klager kann die Vollstreckung durch Sicherheitsleistung in Hohe
von 110 % des auf Grund des Urteils vollstreckbaren Betrages abwenden, wenn nicht die Beklagte vor der
Vollstreckung Sicherheit in gleicher Hohe leistet. Die Beklagte kann die Vollstreckung in Ziffer |. durch
Sicherheitsleistung von ... in Ziffern Il. und IV. durch Sicherheitsleistung in Héhe von 110 % des auf Grund
des Urteils vollstreckbaren Betrages abwenden, wenn nicht der Klager vor der Vollstreckung Sicherheit in
gleicher Hohe leistet.

Tatbestand

1
Der Klager macht gegen die Beklagte lauterkeitsrechtliche Unterlassungsanspriiche sowie eine
vorgerichtliche Abmahnkostenpauschale geltend.

2
Der Klager ist ein rechtsfahiger Verein und als qualifizierte Einrichtung im Sinne von § 4 UKIaG eingetragen.

3
Die Beklagte ist ein Telekommunikationsunternehmen, das unter verschiedenen Marken, u. a. den Marken
,02%, ,blau” und ,Telefonica“, Mobilfunkleistungen anbietet.



4

In den jeweiligen Datenschutzhinweisen von ,,02% ,blau“ und ,Telefonica“ (Anlage K 1 bis K 3), von denen
der Hinweis von ,02" (Anlage K 1) nur Geschaftskunden betrifft, wird die Beklagte als Verantwortliche
benannt.

5
Im Datenschutzhinweis von , Telefonica“ findet sich unter der Uberschrift .Erstellung eines Servicekontos
(SCHUFA)“ folgende Klausel:

»Wir Ubermitteln zum Schutz der Marktteilnehmer vor Forderungsausfallen und Risiken personenbezogene
Daten Uber die Beantragung, Aufnahme und Beendigung des Telekommunikationsvertrages (Name,
Anschrift, Geburtsdatum, Information iber den Abschluss dieses Telekommunikationsvertrags, Referenz
zum Vertrag) an die SCHUFA, wenn sich dahingehend aus den Vertréagen eine hinreichende Relevanz
ergibt (Art. 6 Abs. 1 f) DSGVO). [...]*

6
Die Beklagte hat sog. Positivdaten nach Vertragsschluss an die SCHUFA Ubermittelt.

7

Der Klager hat die Beklagte mit Schreiben vom 25.01.2022 zur Unterlassung der aus dem Klageantrag zu 1.
ersichtlichen Handlungen sowie zur Abgabe einer strafbewehrten Unterlassungsverfligung aufgefordert
(Anlage K 4). Dies wurde von der Beklagten abgelehnt (Anlage K 5).

8
Der Klager meint, er sei klagebefugt nach UKlaG und § 8 Abs. 3 Nr. 3 UWG.

9

Er sei nicht verpflichtet, das verbraucherschitzende Datenschutzrecht als sonstige verbraucherschiitzende
gesetzliche Bestimmungen explizit in seiner Satzung zu erwahnen. Aus der Satzung des Klagers gehe
hervor, dass sein primarer Vereinszweck in dem Schutz und der Starkung von Verbraucherinteressen
bestehe. Aus diesem Grund zahle es gem. Ziff. 2.2 lit. c) der Vereinssatzung des Kléagers zu seinen
Aufgaben, Verstofe gegen das Wettbewerbsrecht, das AGB-Recht und anderer dem Schutz von
Verbrauchern dienenden Bestimmungen zu verfolgen. Ungeachtet dessen hat der Klager den Datenschutz
unbestritten in seiner Satzung vom 21.09.2022 nunmehr ausdrtcklich verankert (Anlage K 9).

10

Bestimmte Anforderungen des Datenschutzrechts, insbesondere Betroffenenrechte gem. Art. 12 DSGVO,
lieBen sich nicht ausschlieRlich als Datenschutzrechte qualifizieren, sondern missten auch als
Verbraucherschutzrechte Anerkennung finden. Die Durchsetzung des Datenschutzrechtes obliege nicht
ausschlieBlich den zustandigen Datenschutzbehodrden. Art. 80 DSGVO erkenne ausdricklich die
Instrumente der Verbandsklage und der Verfassungsbeschwerde zur effektiven Durchsetzung des
Datenschutzrechts an (EuGH GRUR 2022, 920 — App-Zentrum). Gemal § 2 Abs. 2 Satz 1 Nr. 11 UKlaG
seien auch solche Normen verbraucherschutzend, die die Zulassigkeit der Erhebung und Verarbeitung
personenbezogener Daten eines Verbrauchers durch ein Unternehmen unter anderem zu Zwecken des
Betriebs einer Auskunftei, der Erstellung von Personlichkeits- und Nutzungsprofilen, des sonstigen
Datenhandels oder zu vergleichbaren kommerziellen Zwecken regelten.

11

Bei genauer Lektire des Wortlautes von § 2 Abs. 2 Satz 1 Nr. 11 lit. b) UKIaG werde ersichtlich, dass die
ausdricklich aufgefiihrten Zwecke, etwa der Betrieb einer Auskunftei, nicht zwingend durch das
Unternehmen, welches die Daten urspriinglich bei dem Verbraucher erhoben habe, selbst verwirklicht
werden mussten. Auch wenn die Auffassung vertreten werden sollte, dass der Wortlaut der Norm enger zu
verstehen sei, und die Beklagte die genannten Zwecke unmittelbar selbst verwirklichen musste, seien die
Voraussetzungen von § 2 Abs. 2 Satz 1 Nr. 11 UKlaG vorliegend erfllt. Denn die Beklagte erhebe und
nutze Positivdaten, um diese zu kommerziellen Zwecken zu verwenden, namentlich sie mit
Wirtschaftsauskunfteien und Gber diese mit anderen Telekommunikationsdienstanbietern zum Zwecke des
Scorings als vergleichbare kommerzielle Zweckrichtung auszutauschen.

12



Der Klageantrag Ziffer 1 lit. a) sei — entgegen der Auffassung der Beklagten — nicht in Bezug auf den Begriff
der Verwendung von Positivdaten zu unbestimmt, der Begriff werde durch die weitere Beschreibung im
Antrag bestimmt.

13
Der mit Ziffer 1 lit. a) geltend gemachte Unterlassungsanspruch folge aus § 2 Abs. 1 Satz 1, Abs. 2 Satz 1
Nr. 11 lit. b) i.V.m. § 3 Abs. 1 Nr. 1, 4 UKIaG sowie aus § 3 ai.V.m. § 8 Abs. 1 Abs. 3 Nr. 3 UWG.

14

Die Ubermittlung von sogenannten Positivdaten an Auskunfteien durch die Beklagte sei eine
Datenverarbeitung im Sinne von Art. 4 Nr. 2 DSGVO. Sie erfolge nicht auf Basis einer rechtlich anerkannten
Rechtsgrundlage und stelle damit einen Verstol3 gegen den datenschutzrechtlichen
RechtsmaRigkeitsgrundsatz gemaf Art. 6 Abs. 1 und Art. 5 Abs. 1 lit. a) DSGVO, welche
verbraucherschiitzende und marktverhaltensregelnde Vorschriften seien, dar.

15
Von Art. 6 Abs. 1 Satz 1 lit. b) DSGVO sei die Datenverarbeitung nicht gedeckt, weil Kunden auch ohne
Ubermittlung von Positivdaten an Auskunfteien Vertrage abschlieRen kénnten.

16

Auch von Art. 6 Abs. 1 Satz 1 lit. f) DSGVO sei die Datenverarbeitung nicht gedeckt, da kein berechtigtes
Interesse der Beklagten an der Ubermittlung von Positivdaten an Auskunfteien bestehe, welches die
Interessen der Betroffenen an dem Schutz ihrer Daten Uberwiege. Diese Wertung stehe in Einklang mit den
Beschlissen der Konferenz der unabhangigen Datenschutzbehérden des Bundes und der Lander vom
11.06.2018 und 22.09.2021.

17

Die Beklagte kdnne nach ihren Datenschutzhinweisen Positivdaten unabhangig von dem konkreten Wert
der im Rahmen eines Mobilfunkvertrages individuell zur Verfiigung gestellten Hardware ibermitteln.
Jedenfalls gehe aus den Datenschutzhinweisen der Beklagten, die den Betroffenen durch die Beklagte
kommuniziert wirden, nicht eindeutig hervor, dass eine gewisse Wertschwelle bzw. eine gewisse
Vertragslaufzeit fir die Ubermittiung der Positivdaten maRgeblich sei. Betrugspréavention sei kein
berechtigtes Interesse; insoweit seien Positivdaten aus Sicht der Beklagten ggf. besonders praktisch, sie
seien aber nicht zwingend erforderlich. Durch die Ubermittlung von Positivdaten an die Auskunfteien kénne
etwa die Identitat nicht verifiziert werden.

18

Auch bestehe kein Interesse der Verbraucher. Hierauf konne nur abgestellt werden, wenn aus dem
fehlenden Vorhandensein von Daten ein negativer Schluss folge, obwohl aus dem Nichtvorhandensein von
Daten keine Schliisse gezogen werden durften. In Bezug auf die etwaige breitere Méglichkeit zum
Vertragsabschluss sei zu berlcksichtigen, dass von der Beklagten auch Positivdaten von Bestandskunden
und nicht etwa nur von Neukunden Ubermittelt wirden.

19

Mit Blick auf ein Interesse der SCHUHFA weist der Klager darauf hin, dass der Betrieb der SCHUFA nicht
eingestellt werden misse, wenn die Ubermittiung von Positivdaten auf Falle mit Einwilligung beschrankt
wirde. Die diesbezliglichen Ausfiihrungen der Beklagten betrafen nur die Rechtfertigung der Existenz von
Auskunfteien als solche.

20

Auch fehle es an der Erforderlichkeit. So sei bereits nicht ersichtlich, warum keine Einwilligung eingeholt
werden kénne oder das Leistungskonzept der Beklagten nicht angepasst werde kdnne. Die Beklagte wahle
insoweit die effektivste, nicht aber die erforderliche MalRnahme. Auch bestliinden Zweifel an der
Geeignetheit der Datenlibermittlung: eine Ubermittiung nach Vertragsschluss habe insoweit nicht den
Effekt, den die Beklagte beschreibe.

21

SchlieRlich Uberwiege das Interesse der Verbraucher, Uber eine Datenlibermittlung selbst zu entscheiden.
Eine Erwartungshaltung der Betroffenen in Bezug auf eine derartige Datenlibermittlung kénne nicht
unterstellt werden. Der Verweis auf die Widerrufsrechte der Betroffenen stelle insoweit einen Zirkelschluss



dar. Die Beklagte habe nicht zuletzt die Mdglichkeit, die ausdriickliche (und freiwillige) Einwilligung bei den
Betroffenen abzufragen. Aufgrund der ohnehin bestehenden Kommunikation mit dem Kunden bei
Vertragsabschluss ware es fir die Beklagte ein Leichtes, entsprechende Positivdaten nicht ungefragt auf
Basis einer Interessenabwagung weiterzugeben, sondern auf die Einwilligung des Betroffenen abzustellen,
die dann abgefragt werden musste.

22

Der Klager weist darauf hin, dass , soweit die Beklagte zu Rechtfertigungszwecken auf die
»Verhaltensregeln fur die Pruf- und Loschfristen von personenbezogenen Daten durch die deutschen
Wirtschaftsauskunfteien® vom 25.05.2018 (Anlage B 11) verweise und aus deren Genehmigung durch die
nordrhein-westfalische Datenschutzaufsichtsbehorde eine allgemeine Legitimation der
streitgegenstandlichen Ubermittiung von Positivdaten an Auskunfteien ableiten méchte, die
Verhaltensregeln sich ausschlief3lich mit der Frage von Prif- und Loschfristen auseinandersetzten und nicht
auf die Frage eingingen, auf welcher Rechtsgrundlage den Auskunfteien Gberhaupt Positivdaten jeweils
Ubermittelt werden durften.

23

Der Klager meint weiter, der Unterlassungsantrag Ziffer 1 lit. b) folge aus §§ 1, 3 Abs. 1 Nr. 1 UKIaG i.V.m.
§ 307 Abs. 1, 2 Nr. 1 BGB i.V.m. Art. 5 Abs. 1 lit. a) und Art. 6 Abs. 1 DSGVO. Bei den beanstandeten
Klauseln handele es sich um AGB, die gegen das Rechtmafigkeitsgebot und den Transparenzgrundsatz
gem. Art. 5 Abs. 1 lit. @) und Art. 6 DSGVO verstiel3en.

24

Die unter Ziff. 9 des Datenschutzmerkblattes fur die Marken ,02, ,blau“ und , Telefonica® formulierten
Bedingungen stellten rechtswidrige Allgemeine Geschaftsbedingungen im Sinne von § 305 Abs. 1 Satz 1
BGB dar, denn sie verstieRen gegen die datenschutzrechtlichen Grundsatze der Rechtmafigkeit und der
Transparenz gem. Art. 5 Abs. 1 S. lit. a), Art. 6 DSGVO. Es werde bei den Betroffenen der Eindruck
erweckt, die Ubermittlung der in Rede stehenden Daten sei notwendige Voraussetzung fiir die Anbahnung
bzw. Durchfiihrung der Vertragsverhaltnisse. Es werde von dem in Art. 5 Abs. 1 lit. a) und Art. 6 Abs. 1 Satz
1 DSGVO normierten Grundsatz der Rechtmafigkeit der Datenverarbeitung abgewichen und insofern sei
die Klausel mit den wesentlichen Grundgedanken dieser Rechtsvorschriften nicht vereinbar, denn die
Beklagte vermdge die Ubermittlung von Positivdaten an Auskunfteien und damit den Gegenstand der
vorbezeichneten Klauseln nicht im erforderlichen Umfang durch eine Rechtsgrundlage zu legitimieren.

25
Der Klageantrag Ziffer 2. (Kostenerstattung) folge aus § 5 UKlaG i.V.m. § 13 Abs. 3 UWG.

26
In der miindlichen Verhandlung vom 14.03.2023 (vgl. Bl 220/222 d. A.) hat die Klagervertreterin den
Klageantrag Ziffer 1. lit. a) neu gefasst.

27
Der Klager beantragt zuletzt:

Die Beklagte wird verurteilt,

1. es bei Vermeidung eines fur jeden Fall der Zuwiderhandlung festzusetzenden Ordnungsgeldes bis zu
250.000,00 €, ersatzweise Ordnungshaft bis zu sechs Monaten, oder Ordnungshaft bis zu sechs Monaten
zu vollstrecken an ihren Geschaftsfihrern, kiinftig zu unterlassen, im Rahmen geschaftlicher Handlungen
gegenuber Verbrauchern

2. an den Klager 260,00 Euro (inklusive 19% Umsatzsteuer) zzgl. Zinsen in Hohe von funf
Prozentpunkten Uber dem Basiszinssatz ab dem Tag nach Rechtshangigkeit zu zahlen.

28
Die Beklagte beantragt:

Klageabweisung.

29



Die Beklagte tragt vor, dass sie bis zum 01.09.2022 nur unter engen Voraussetzungen und nur an die
SCHUFA sog. Positivdaten Gbermittelt habe und dies bis zur Klarung der Rechtslage ausgesetzt habe.

30

Die Beklagte habe im Rahmen einer Einmeldung (von Positivdaten) an die SCHUFA lediglich
Identitadtsdaten (Name, Anschrift, Geburtsdatum) sowie Daten zum ,,Ob“ des Bestehens eines
Telekommunikationsvertrags gemeldet. Konkret habe es sich dabei um Daten Uber die Beantragung,
Aufnahme und Beendigung eines Telekommunikationsvertrages (Information tber den Abschluss dieses
Telekommunikationsvertrags, Referenz zum Vertrag) gehandelt. Weitere Daten habe die Beklagte nicht
Ubermittelt. Insbesondere habe sie keine Informationen zum konkreten Inhalt des Vertrags, wie etwa die
Hohe der monatlichen Raten oder zu den sonstigen Vertragskonditionen, Ubermittelt. Sie habe auch keine
Informationen zur RegelmaRigkeit der Zahlungen, zum Umfang der Verbindlichkeiten oder Gber das
Zahlungsverhalten von Kunden Ubermittelt.

31

Die Einmeldung erfolge nur unter engen, klar definierten Voraussetzungen. Eingemeldet wirden nur
Informationen zu Dauerschuldverhaltnissen (sog. Postpaid-Vertrage), welche ein gesteigertes Risiko
aufwiesen und die folgenden Voraussetzungen erflllten: Initiale Laufzeit von 12 Monaten und hinreichender
kreditorischen Charakter (z. B. Hardwarefinanzierung) sowie eine Grundgebuhr von héher als 100 Euro und
die betroffene Person sei Vertragsnehmer (vgl. Anlage B 4 — Ziffer 5.2 der AGB der SCHUFA).

32

Folglich betrafen die Daten lediglich die Sozialsphéare der Betroffenen und lediglich den Zeitpunkt des
Beginns und des Endes einer Vertragsbeziehung mit dem Kunden. Es erfolge keine Uberwachung des
Zahlungsverhaltens von Kunden und die Daten betréfen keinen intimen oder privaten Lebensbereich. Eine
L,anlasslose Ubermittlung” sog. ,Positivdaten* an ,Auskunfteien” finde nicht statt.

33

Die Beklagte meint, der Klager sei nicht klagebefugt, denn die Klage sei im konkreten Einzelfall nicht vom
Satzungszweck gedeckt. Das UKlaG gewahre den anspruchsberechtigten Stellen (§ 3 UKIaG) bei
Verstolien gegen Verbraucherschutzvorschriften (§ 2 Abs. 1 Satz 1 UKIaG) die Méglichkeit zu klagen. Der
Klager mache hier jedoch VerstolRe gegen die DSGVO geltend, er werde also nicht als
»Verbraucherschutzer”, sondern als ,Datenschitzer tatig. Die Regelungen der DSGVO stellten aber schon
keine Verbraucherschutzgesetze im Sinne des § 2 Abs. 1 Satz 1 UKlaG dar. Die Satzung sehe nur vor,
dass der Klager bei VerstdRen gegen ,das Wettbewerbsrecht, das AGB-Recht und anderen dem Schutz
des Verbrauchers dienende gesetzliche Bestimmungen® vorgehen kénne (siehe Ziffer 2.2 c) der Satzung,
Anlage B 1).

34

Ferner handele es sich bei den Datenschutzmerkblattern der Beklagten nicht um AGB, sondern um bloRe
Informationsdokumente. Sie dienten dazu, die Informationspflicht aus Art. 13 und 14 DSGVO zu erfiillen
und seien damit zwingend vorgeschrieben.

35

Die Erfullung dieser datenschutzrechtlichen Informationspflichten entfalte jedoch fiir sich genommen keine
vertragliche Regelungswirkung zwischen den Parteien. Dass der Klager diese Datenschutzverstof3e in
Wettbewerbsrecht (§ 3 a UWG) bzw. AGB-Recht (§ 307 BGB) einkleide, andere an dieser Bewertung
nichts, denn der Klager begriinde diese VerstoRe ihrerseits wieder ausschlieRlich mit VerstoRen gegen das
Datenschutzrecht.

36

Auch § 8 Abs. 3 Nr. 3 UWG gebe Verbraucherschutzverbanden gerade nicht die Befugnis, allgemein alle
DatenschutzverstofRe zu verfolgen. Die Regelungen der DSGVO seien uber das Durchsetzungsregime des
UWG nur durchsetzbar, wenn die betreffenden Regelungen Marktverhaltensregelungen i.S.d. § 3 a UWG
waren, was fur die vorliegend in Rede stehenden datenschutzrechtlichen Bestimmungen nicht der Fall sei.

37
In Bezug auf Antrag Ziffer 1 lit. b) sei noch zu beachten, dass Art. 80 Abs. 2 DSGVO fiir das nationale Recht
nur eine Klagebefugnis fur Falle, in denen ,die Rechte einer betroffenen Person gemaf dieser Verordnung



infolge einer Verarbeitung verletzt worden sind® begriinde, im Antrag Ziffer 1 lit. b) mache der Klager jedoch
eine abstrakte Uberpriifung der Datenschutzmerkblatter anhand des AGB-Rechts geltend.

38

Hinsichtlich des Antrag Ziffer 1 lit. b) fehle es auch an einem Rechtsschutzbedurfnis. Das Ziel des Klagers,
dass die Beklagte die Ubermittlung von Positivdaten unterlasse, kénne mit dem Klageantrag Ziffer 1 lit. b)
nicht erreicht werden.

39

Der Antrag Ziffer 1 lit. a) sei — insoweit bezog sich die Beklagte auf die urspriingliche Fassung des
Klageantrag aus der Klage vom 23.05.2022 (BI. 2/3 d.A.) — zu unbestimmt, da der Unterlassungsanspruch
auf Begriffe Bezug nehme, deren Bedeutung zwischen den Parteien strittig sei (BGH GRUR 2021, 758 Rn.
16; BGH GRUR 2015, 1228 Rn. 26), namlich den Begriff der ,Positivdaten®. Auch in Bezug auf die
Verwendung des Begriffs ,insbesondere” bestiinden Bestimmtheitsbedenken. Unzuléssig sei auch der —
vom Klager schlieBlich in der mindlichen Verhandlung vom 14.03.2023 (BI. 221 d.A.) fallengelassene —
rechtliche Vorbehalt ,es sei denn, diese Datentbermittiung wird durch eine datenschutzrechtlich anerkannte
Rechtsgrundlage, etwa die Einwilligung des Betroffenen, legitimiert.”.

40
Der Klageantrag Ziffer 1 lit. a) sei nach Auffassung der Beklagten auch in der neuen Fassung vom
14.03.2023 widersprichlich und zu weit (vgl. insoweit Schriftsatz vom 28.03.2023, BIl. 223/236 d.A.).

41

Die Beklagte meint weiter, hinsichtlich der Ubertragung von Daten sei wie folgt zu unterscheiden: Die
Verarbeitungen fur die Bonitats- und Identitatsprifung bei potenziellen Vertragsabschlissen sei zulassig.
Soweit sie vom Klageantrag erfasst seien, sei dieser zu weit. Die Ubermittlung von Daten Uber nicht
vertragsgemales Verhalten (,Negativdaten®) erfolge gem. § 31 Abs. 2 BDSG und sei nicht Gegenstand der
Klage. Streitgegenstandlich sei insoweit die Ubermittiung von sog. ,Positivdaten” zur Erstellung von
,Servicekonten®.

42

Die Ubermittlung dieser Daten sei nach Art. 6 Abs. 1 Satz 1 lit. b) DSGVO zuléssig, denn die Verarbeitung
erfolge zur Durchfihrung vorvertraglicher MalRnahmen auf Antrag des Betroffenen und sei zu diesem Zweck
notwendig.

43

Die Ubermittlung sei im Streitfall auRerdem gem. Art. 6 Abs. 1 Satz 1 lit. f) DSGVO zulssig. Es bestiinden
verschiedene legitime Interessen auf Seiten der Beklagten, der SCHUFA sowie der Allgemeinheit und der
Kunden. In Bezug auf die Beklagte bestlinde etwa ein berechtigtes wirtschaftliches Interesse daran,
qualifizierte Informationen Uber ihre potenziellen Kunden zu erhalten, damit sie ihre Bonitats- und
Betrugsrisiken einschatzen kénne. Die Daten seien zur Reduzierung des Kreditrisikos, zur
Betrugspravention und zur friihzeitige Kundenbindung von Interesse. Auf Seiten der SCHUFA sei das
Interesse zu beriicksichtigen, dass das Geschaftsmodell der Auskunfteien auf einer méglichst umfassenden
Verarbeitung der Daten der Betroffenen nach dem Gegenseitigkeitsprinzip basiere, und sie insoweit ein
legitimes wirtschaftliches Interesse am Anbieten, Aufbereiten und Vermitteln von Positivdaten habe. In
Bezug auf das gesamtwirtschaftliche Interesse sei zu beriicksichtigten, dass durch die Ubermittiung auch
von Positivdaten Betrug wirksam verhindert werden konne. Es wirden damit Ausfallrisiken gesenkt werden
kénnen, und mit hdheren Annahmequoten erfliihren armere Verbraucher eine bessere finanzielle Inklusion.
Fir die Betroffenen von Interesse seien etwa gunstigere Vertragskonditionen, weil — etwa durch eine
bessere Gewichtung von Negativeintragen — ihr Scorewert verbessert werde, sowie ein Schutz vor
Uberschuldung und die Méglichkeit zum Abschluss von Erstvertragen.

44

Die Datenverarbeitung sei in Bezug auf diese Interessen erforderlich, denn es gebe keine alternativen,
gleich effektiven, aber weniger stark eingreifenden Maflnahmen. Die Beklagte, die SCHUFA, die anderen
Teilnehmer des Wirtschaftslebens und insbesondere die Betroffenen selbst seien auf diese zusatzliche
Daten angewiesen, die Uber Negativeintrage hinausgingen. Denn nur auf der Basis von vollstandigen Daten
konnten Auskunfteien ihre vertrauensschiitzende und -bildende Funktion erfiillen. Die Einmeldung von



Negativdaten reiche nicht aus, um kreditorische Risiken einzudammen, Positivdaten boten ein viel
genaueres Bild. Die Einmeldung sei auf das erforderliche Mal} beschrankt.

45

Uberwiegende Gegeninteressen bestiinden nicht. Es handele sich nicht um einen schwerwiegenden
Eingriff. Die Ubermittlung entspreche auch der Erwartungshaltung der Betroffenen. Es gebe
Hochstspeicherfristen und die Betroffenen verfigten zudem mit Auskunfts-, Widerspruchs-, und
Léschungsrechten Uber Interventionsmoglichkeiten. Zudem ergebe sich aus § 31 BDSG der diesbezlgliche
gesetzgeberische Wille.

46

Die Beschlisse der Datenschutzkonferenz, auf welche sich der Klager beziehe, entfalteten keine
Rechtsbindungswirkung. Sie enthielten zudem kein gesamteuropaische Betrachtung und keine Aussage
zum Zweck der Betrugspravention. Auf der anderen Seite seien die ,Verhaltensregeln fiir die Priif- und
Ldschfristen von personenbezogenen Daten durch die deutschen Wirtschaftsauskunfteien® vom 25.05.2018
(Anlage B 11) durch die nordrhein-westfalische Datenschutzaufsichtsbehdérde genehmigt worden, was eine
Legitimation der streitgegensténdlichen Ubermittlung von Positivdaten beinhalte.

47

Ein Unterlassungsanspruch gem. Ziffer 1. lit. b) des Antrags sei nicht begriindet. Es handele sich bei den
Datenschutzmerkblattern um eigenstandige Informationsdokumente. Sie dienten dazu, die
Informationspflicht aus Art. 13 und 14 DSGVO zu erfillen und seien damit zwingend vorgeschrieben. Die
Erfullung datenschutzrechtlicher Informationspflichten entfalte jedoch fiir sich genommen keine vertragliche
Regelungswirkung zwischen den Parteien. Ganz im Gegenteil ,informiere” die Beklagte in den
Datenschutzmerkblattern gerade auch tUber Datenverarbeitungen ,vor Abgabe eines Vertragsangebots®,
d.h. bevor ein Vertrag zustande komme.

48

Dass ein Dokument, das Uber Datenverarbeitungen vor Vertragsschluss informiere, eine Aligemeine
Geschaftsbedingung darstelle, sei begrifflich ausgeschlossen. Allgemeine Geschéaftsbedingungen wiirden
erst wirksam, wenn sie bei Vertragsschluss einbezogen werden wiirden (§ 305 Abs. 1 BGB). Fur diese
Merkblatter werde aber keine Zustimmung eingeholt.

49

Sofern der Klager meine, die Datenschutzinformationen der Beklagten seien nach der Entscheidung des KG
(Urteil vom 27.12.2018, Az. 23 U 196/13) als AGB zu qualifizieren, sei dies unzutreffend. MaRgeblich sei
nach dieser Entscheidung, ob gegentiber dem objektiven Empfanger der Eindruck vermittelt werde, dass
ein Vertragsverhaltnis begriindet oder gestaltet werde. Das sei hier jedoch gerade nicht der Fall.

50

Der Bundesbeauftragte fiir den Datenschutz und die Informationsfreiheit (BfDI) wurde gem. § 12 a Satz 1
i.V.m. § 2 Abs. 2 Satz 1 Nr. 11 UKlaG i.V.m. § 9 BDSG am Verfahren beteiligt und hat am 21.02.2023 (BI.
191/194 d.A.) eine Stellungnahme abgegeben.

51
Am 21.04.2023 (Bl. 238/243 d.A.) ist ein nicht nachgelassener Schriftsatz des Beklagtenvertreters vom
21.04.2023 bei Gericht eingegangen.

52
Im Ubrigen wird in Bezug auf den umfassenden Vortrag der Parteien auf deren Schriftsatze nebst Anlagen
sowie das Protokoll der mundlichen Verhandlung vom 14.03.2023 (BIl. 220/222 d.A.) verwiesen.

Entscheidungsgriinde

53

Die zulassige Klage des Klagers (nachfolgend: A.) ist hinsichtlich des Unterlassungsantrags Ziffer 1. lit. a).
(nachfolgend B. I.) und des Antrags auf Zahlung einer Abmahnkostenpauschale Ziffer 2. (nachfolgend B.
Il.) begriindet. Hinsichtlich des Unterlassungsantrags Ziffer 1. lit. b) ist die Klage unbegriindet und war
diese daher abzuweisen (nachfolgend B. I1.).

A.



54
Die Klage ist zulassig, insbesondere ist der Klager prozessfihrungsbefugt. Auch sind die Klageantrage in
der zuletzt gestellten Fassung hinreichend bestimmt.

55

I. Der Klager ist gem. §§ 3 Abs. 1 Satz 1 Nr. 1 UKlaG, 4 UKlaG i.V.m. § 2 Abs. 2 Satz 1 Nr. 11 UKlaG
prozessfuhrungsbefugt (vgl. zur Doppelnatur bei Verbanden Koéhler/Feddersen, in:
Koéhler/Bornkamm/Feddersen, UWG, 41. Auflage, § 8, Rn. 3.9).

56

1. Die Klagebefugnis des Klagers als in die Liste der qualifizierten Einrichtungen gemaR § 4 UKlaG
aufgenommener Verbraucherschutzverein folgt in Bezug auf den Antrag Ziffer 1 lit. a) aus § 2 Abs. 2 S. 1
Nr. 11 UKlaG i.V.m. Art. 5 und 6 DSGVO.

57
a. Die satzungsmaRige Aufgabe des Klagers ist der Verbraucherschutz. Das Datenschutzrecht ist,
jedenfalls zum Teil, Verbraucherschutzrecht.

58

aa. Nach § 2 Abs. 2 S. 1 Nr. 11 UKIaG gehdren zu den Verbraucherschutzgesetzen i.S.d. § 2 UKlaG auch
die Vorschriften, die die Zulassigkeit der Erhebung, Verarbeitung oder Nutzung personenbezogener Daten
von Verbrauchern (,Verbraucherdaten®) regeln, wenn diese Handlungen zu kommerziellen Zwecken
vorgenommen werden. Erfasst werden grundséatzlich alle innerstaatlich geltenden datenschutzrechtlichen
Vorschriften (Kohler, in: Kéhler/Bornkamm/Feddersen, 40. Auflage, UKlaG, § 2 Rn. 17).

59

bb. Hierunter sind auch die Vorschriften der Art. 5 und 6 DSGVO zu fassen. Zwar wurde zum Teil
bezweifelt, dass die DSGVO Verbraucherschutzgesetz i.S.v. § 2 Abs. 2 Satz 1 Nr. 11 UKIaG sein kann, da
fraglich erschien, ob die insoweit bestehende dynamische Verweisung auch kunftige unionsrechtliche
Bestimmungen wie die DSGVO erfasse und Uberdies die DSGVO auch nicht die kollektiven Interessen der
Verbraucher, sondern (nur) die Grundrechte und Grundfreiheiten der Birger schitzen solle (Kéhler, in:
Kohler/Bornkamm/Feddersen, 40. Auflage, UKIaG § 2 Rn. 29, 29 a, 29 b, zum Meinungsstand m.w.Nachw.:
BGH GRUR 2020, 896 — App-Zentrum).

60

Der EuGH hat den Streit in Bezug auf Verbraucherschutzverbande zunachst dahingehend entschieden,
dass die Art. 20 bis 24 der RL 95/46/EG so auszulegen seien, dass sie einer nationalen Regelung, die es
Verbanden zur Wahrung von Verbraucherinteressen erlaubt, gegen den mutmallichen Verletzer von
Vorschriften zum Schutz personenbezogener Daten Klage zu erheben, nicht entgegenstehen (EuGH GRUR
2019, 977 — Fashion-ID). Diese Entscheidung betraf allerdings die RL 95/46/EG, die mit Art. 94 Abs. 1
DSGVO aufgehoben worden ist.

61

Auf Vorlage des BGH (BGH GRUR 2020, 896 — App-Zentrum) entschied der EuGH schliellich, dass Art. 80
Abs. 2 DSGVO dahingehend auszulegen sei, dass Verbraucherverbande aufgrund des § 2 Abs. 2 Satz 1
Nr. 11 DSGOV gegen DSGVO - VerstoRRe nach Mafligabe des Art. 80 Abs 2 DSGVO vorgehen kdnnen,
sofern die betreffende Datenverarbeitung die Rechte identifizierter oder identifizierbarer naturlicher
Personen aus dieser Verordnung beeintrachtigen kann (EuGH GRUR-RS 2022, 8637 Rn. 67 ff. — Meta
Platforms Ireland/Bundesverband).

62

Genau dies ist im Streitfall zu bejahen, denn die Beklagte erhebt und nutzt Positivdaten von identifizierten
und identifizierbaren Verbrauchern, namlich ihren Vertragspartnern. Die Daten werden dabei auch zu
kommerziellen Zwecken eingesetzt, namlich zur Erstellung eines Profils (,Servicekontos®) bzw. fir einen
sonstigen Datenhandel mit einer Auskunftei im Sinne des § 2 Abs. 2 Satz 1 Nr. 11 UKlaG. Die Beklagte
Ubermittelt die Daten namlich auch, um Uber die Auskunftei mit anderen
Telekommunikationsdienstanbietern Daten zum Zwecke des Scorings auszutauschen.

63



cc. Diesem Ergebnis steht nicht die mit Beschluss des BGH vom 10.11.2022 (Az. | ZR 186/17 — App-
Zentrum) erfolgte erneute Vorlage an den EuGH entgegen. Denn im Streitfall ist — anders als im
Vorlageverfahren — nicht die Frage streitgegenstandlich, ob eine Rechtsverletzung ,infolge einer
Verarbeitung” im Sinne des Art. 80 Abs. 2 DSGVO vorliegt, wenn die sich aus Art. 12 Abs. 1 Satz 1, Art. 13
Abs. 1 Buchst. ¢) und e) DSGVO ergebenden Informationspflichten verletzt worden sind.
Streitgegenstandlich im vorliegenden Verfahren ist vielmehr die Frage, ob sog. Positivdaten auf der
Grundlage des Art. 6 DSGVO von der Beklagten an eine Auskunftei weitergegeben werden dirfen.

64

dd. Auch die Ruckausnahme aus § 2 Abs. 2 Satz 2 UKIaG, nach welcher kein ,vergleichbarer*
kommerzieller Zweck i.S. d. § 2 Abs. 2 Satz 1 Nr. 11 UKlaG vorliegen soll, wenn die personenbezogenen
Daten eines Verbrauchers von einem Unternehmer ,ausschlief3lich fir die Begriindung, Durchfihrung oder
Beendigung eines rechtsgeschéftlichen oder rechtsgeschaftsahnlichen Schuldverhaltnisses mit dem
Verbraucher” erhoben, verarbeitet oder genutzt werden, fihrt zu keinem anderen Ergebnis, weil die
Verarbeitung im Streitfall gerade nicht tber Art. 6 Abs. 1 Abs. 1 Satz 1 lit. b) DSGVO legitimierbar ist (vgl.
nachfolgend: B. I. 3. a)).

65

ee. Im Ergebnis ist die Klage damit im konkreten Einzelfall vom Satzungszweck des Klagers gedeckt, denn
der Klager wird im Bereich des Datenschutzrechts als Verbraucherschitzer tatig und der Klageantrag Ziffer
1. lit. a) ist dementsprechend auch auf geschaftliche Handlungen gegeniliber Verbrauchern beschrankt.

66

Dass der Datenschutz in der Satzung des Klagers — bis zur Anderung der Satzung vom 21.09.2022 (Anlage
K 9) — nicht explizit genannt wurde, steht der Prozessfuhrungsbefugnis des Klagers nicht entgegen. Der
Klager ist namlich nicht verpflichtet, das verbraucherschitzende Datenschutzrecht als sonstige
verbraucherschitzende gesetzliche Bestimmungen explizit in seiner Satzung zu erwahnen (EuGH GRUR-
RS 2022, 8637 — Meta Platforms Ireland/Bundesverband, BGH GRUR 2012, 415 Rn. 16 und 17 —
Uberregionale Klagebefugnis).

67

2. In Bezug auf den Antrag Ziffer 1. lit. b) ergibt sich die Prozessfiihrungsbefugnis aus §§ 3 Abs. 1 Nr. 1, 4
UKlaG i.V.m. § 1 UKIaG i.V.m. § 307 BGB. Ob die Datenschutzblatter der Beklagten tatsachlich auch AGB
darstellen, ist eine Frage der Begriindetheit (vgl. nachfolgend B. I1.).

68

3. Die Frage, ob auch eine Prozessfiihrungsbefugnis nach § 8 Abs. 3 Nr. 3 UWG besteht und es sich bei
den Vorschriften der DSGVO um Marktverhaltensregeln gem. § 3a UWG handelt, bedarf insoweit keiner
Entscheidung.

69
II. Die Antrége des Klagers in der zuletzt gestellten Fassung vom 14.03.2023 sind hinreichend bestimmt, §
253 Abs. 2 Nr. 2 ZPO.

70

Nachdem der Klager den rechtlichen Vorbehalt im zuletzt gestellten Antrag Ziffer 1. lit. a) fallen gelassen
hat, war Uber diesen nicht mehr zu befinden. Der vom Klager im zuletzt gestellten Klageantrag weiterhin
verwendete Begriff ,Positivdaten” ist im Streitfall nicht zu beanstanden. Im Einzelnen:

71

1. Ein Unterlassungsantrag darf nicht derart undeutlich gefasst sein, dass der Streitgegenstand und der
Umfang der Prufungs- und Entscheidungsbefugnis des Gerichts (§ 308 Abs. 1 ZPO) nicht erkennbar
abgegrenzt sind, sich die Beklagte deshalb nicht erschépfend verteidigen kann und die Entscheidung
daruber, was der Beklagten verboten ist, letztlich dem Vollstreckungsgericht Uberlassen bleibt. Eine
auslegungsbedurftige Antragsformulierung kann aber dann hinzunehmen sein, wenn eine weitergehende
Konkretisierung nicht moglich und die gewahlte Antragsformulierung zur Gewahrung effektiven
Rechtsschutzes erforderlich ist (BGH GRUR 2017, 422 — ARD-Buffet, m.w.Nachw.). Es ist auch nicht
grundsatzlich unzulassig, in einem Klageantrag auslegungsbedirftige Begriffe zu verwenden. Die
Anforderungen an die Konkretisierung des Streitgegenstands in einem Unterlassungsantrag sind dabei



auch abhangig von den Besonderheiten des jeweiligen Sachgebiets (vgl. BGH GRUR 2002, 1088 —
Zugabenbulndel).

72

2. Nach diesen Grundsatzen sind die Klageantrage hinreichend bestimmt. Der Begriff der ,Positivdaten®
wird im Klageantrag Ziffer 1. lit. a) durch den Zusatz ,also personenbezogene Daten, die keine negativen
Zahlungserfahrungen oder sonstiges, nicht vertragsgemafies Verhalten zum Inhalt haben, sondern
Informationen Uber die Beantragung, Durchfiihrung und Beendigung eines Vertrages darstellen klar
definiert. Eine weitere Konkretisierung erfahrt der Antrag dadurch, dass die konkrete Verletzungshandlung
durch Bezugnahme auf die Anlage K 3 in den Antrag aufgenommen worden ist. Hierdurch ist unzweideutig
erkennbar, in welchen Merkmalen des angegriffenen Verhaltens die Grundlage und der Ankntpfungspunkt
fur den etwaigen Datenschutzverstof und damit das Unterlassungsgebot liegen soll.

73

3. Der Antrag ist auch nicht insoweit widersprichlich als darin die Worte ,Informationen Uber Beantragung,
Durchfuhrung (...)“ erfasst sind, auch wenn die Beklagte derartige Daten tatsachlich nicht nach
Vertragsschluss tbermitteln sollte, sondern nur im Rahmen der Bonitats- und Identitatsabfrage.

74

Denn im Streitfall kommt es darauf an, dass eine entsprechende Ubertragung auf der Grundlage der
Bestimmungen der Beklagten erfolgen kann und die von der Beklagten verwendete Bestimmung eben nicht
so eingegrenzt ist, wie es — nach dem Vortrag der Beklagten — in der konkreten Umsetzung erfolgt.

75
Ill. Das Verwaltungsverfahren tber den Bundesbeauftragten fur Datenschutz und die Informationsfreiheit
geht dem Verfahren vor dem Zivilgericht nicht vor.

76

Denn ungeachtet der Moglichkeiten einer verwaltungsbehdrdlichen Durchsetzung &ffentlich-rechtlicher
Verhaltenspflichten, besteht ein Rechtsschutzbeduirfnis des Klagers an der Rechtsverfolgung vor den
Zivilgerichten. Der zivilrechtliche Schutz fir Mitbewerber und die verwaltungsbehérdliche Durchsetzung
offentlich-rechtlicher Verhaltenspflichten stehen namlich grundsatzlich unabhangig nebeneinander (vgl.
BGH, GRUR 2019, 298/300 — Uber Black ).

77

Das Zivilverfahren sieht sogar im Streitfall gem. § 12a Satz 1i.V.m. § 2 Abs. 2 Satz 1 Nr. 11 UKlaG i.V.m. §
9 BDSG ausdrucklich eine Beteiligung der Verwaltungsbehoérde vor. Dementsprechend wurde der
Bundesbeauftragte fir den Datenschutz und die Informationsfreiheit an dem Zivilverfahren beteiligt, ohne
dass das Zivilgericht an dessen Rechtsauffassung gebunden ware (BGH GRUR 2006, 82 — Betonstahl;
Koéhler, in: Kéhler/Bornkamm/ Feddersen, UWG, 39. Aufl., § 3 a, Rn. 1.44).

78

Ein Marktverhalten kann nur dann lauterkeitsrechtlich nicht mehr beanstandet werden, wenn es durch einen
Verwaltungsakt der zustandigen Behorde ausdricklich erlaubt worden und der Verwaltungsakt nicht nichtig
ist (BGH GRUR 2014, 405 — Atemtest II).

79

Aus dem Fehlen einer Beanstandung durch den Bundesbeauftragten fiir Datenschutz und die
Informationsfreiheit kann — entgegen der Auffassung der Beklagten — ein solcher Schluss nicht gezogen
werden. Auch ist die Wahl des — etwaig — einfachsten und schnellsten Weges von der Rechtsprechung
gerade nicht vorausgesetzt.

80

IV. Die Beklagte dringt schlieRlich auch nicht damit durch, dass in Bezug auf den Antrag Ziffer 1. lit. b) kein
Rechtsschutzbediirfnis des Klagers bestehe, da er auf die Unterlassung der Ubermittlung von Positivdaten
gerichtet sei, was mit dem Antrag nicht erreicht werden kénne. Unter Bertcksichtigung auch der
Klagebegriindung ist der Antrag Ziffer 1. lit. b) gerade nicht darauf gerichtet, die Unterlassung der
Ubermittlung von Positivdaten (dies verfolgt der Klager mit Antrag Ziffer 1. lit a.), sondern die Unterlassung
der Verwendung der streitgegenstandlichen Klausel zu erwirken. In Bezug auf diese Begehr besteht aber
ein (eingestandiges) Rechtsschutzbedirfnis des Klagers.



B.

81

I. Der Klager kann von der Beklagten gem. §§ 3 Abs. 1 Nr. 1, 4 UKIaG i.V.m. §§ 2 Abs. 1 Satz 1, Abs. 2
Satz 1 Nr. 11 lit b) UKIaG i.V.m. Art. 5, 6 DSGVO verlangen, dass diese es unterlasst, nach Abschluss
eines Telekommunikationsvertrages sog. Positivdaten, also personenbezogene Daten, die keine negativen
Zahlungserfahrungen oder sonstiges, nicht vertragsgemafie Verhalten zum Inhalt haben, sondern
Informationen Uber die Beantragung, Durchfiihrung und Beendigung eines Vertrages darstellen, an
Wirtschaftsauskunfteien zu tbertragen.

82

1. Der Klager ist klagebefugt. Die Aktivlegitimation des Klagers als in die Liste der qualifizierten
Einrichtungen gemaR § 4 UKIaG aufgenommener Verbraucherschutzverein ergibt sich aus §§ 3 Abs. 1 Satz
1 Nr. 1,4 Abs. 1 UKlaG. Die DSGVO ist auch eine Verbraucherschutznorm im Sinne des § 2 Abs. 1 Satz 1
Nr. 11 UKIaG (vgl. Kéhler, in: Kéhler/Bornkamm/Feddersen, UWG, 39. Auflage, § 2 UKIaG, Rn. 30 c). Auf
die Ausfuhrungen zur Prozessfuhrungsbefugnis (vgl. oben A. |.) wird verwiesen.

83

2. Die Beklagte ist passivlegitimiert. Die Ubermittlung von personenbezogenen Daten ist eine
Datenverarbeitung gem. Art. 4 Nr. 2 DSGVO. Die Beklagte ist als Telekommunikationsunternehmen, das
personenbezogene Daten ganz oder teilweise automatisiert (vgl. Art. 2 DSGVO) in der Europaischen Union
verarbeitet, Verantwortliche gem. Art. 4 Nr. 7, 5 Abs. 1, Abs. 2 DSGVO.

84
3. Die streitgegenstandliche Datentbertragung personenbezogener Daten (vgl. Anlage K 3) stellt eine
Zuwiderhandlung gegen Art. 5, 6 DSGVO dar.

85

Gem. Art. 6 Abs. 1 DSGVO ist die Verarbeitung nur rechtmafRig, wenn mindestens eine der in Art. 6 DSGVO
normierten Bedingungen erfillt ist. Dies ist vorliegend nicht der Fall. Die Ubermittlung der sog. Positivdaten
nach Vertragsschluss an Auskunfteien, wie im Streitfall an die SCHUFA (vgl. Anlage K3), erfolgt ohne
Rechtsgrundlage.

86

a. Die Datenverarbeitung ist nicht von Art. 6 Abs. 1 Satz 1 lit. b) DSGVO gedeckt, weil die Beklagte mit den
Kunden auch ohne Ubermittiung von Positivdaten an Auskunfteien Vertrage abschlieRen kann und diese
Datenubermittlung zur Erfillung des Vertrages bzw. zur Durchfihrung vorvertraglicher Malnahmen nicht
erforderlich ist.

87

Dies ergibt sich bereits daraus, dass auch nach Einstellung der beanstandeten Datenlbertragung durch die
Beklagte bis zur Klarung der Rechtslage weiterhin entsprechende Vertrage geschlossen und abgewickelt
werden.

88
Das Vertragsverhéltnis steht und fallt auch nicht mit der Ubermittlung von Positivdaten an Auskunfteien.

89
Soweit ein solcher Vertragsschluss unter Weitergabe von Positivdaten schlicht weniger risikobehaftet ist,
begriindet dies nicht die Erforderlichkeit einer solchen Ubermittlung im Rechtssinne.

90

b. Die Datenverarbeitung ist auch nicht von Art. 6 Abs. 1 Satz 1 lit. f) DSGVO gedeckt, da die Interessen der
Betroffenen an dem Schutz ihrer Daten und deren Grundrechte die Interessen der Beklagten an der
Ubermittlung der Positivdaten an die Auskunftei (iberwiegen.

91
aa. Die Kammer legt bei ihrer gem. Art. 6 Abs. 1 Satz 1 lit. f) DSGVO zu treffenden Abwagung zugrunde,
dass verschiedene Interessen grundsatzlich auch fiir die Ubermittlung von sog. Positivdaten sprechen.

92



Allen voran ist insoweit die auch aus Sicht der Beklagten als Verantwortliche im Sinne des Art. 6 Abs. 1
Satz 1 lit. f) DSGVO hervorgehobene Betrugspravention und die damit verbundene Schadensvermeidung
im zweistelligen Millionenbereich zu nennen, welche u. a. durch eine Identitatsprifung auf der Basis der
Positivdaten bzw. die Verhinderung eines Identitatsdiebstahls durch den Abgleich mit Positivdaten erreicht
werden soll.

93

Es kann auch unterstellt werden, dass die Meldung entsprechender Daten bzw. deren Austausch tber die
Auskunftei der Reduzierung des Kredit- und des Ausfallrisikos der Beklagten und einer friihzeitigen
Kundenbindung sowie einer hoheren Abschlussquote (wegen gesteigerter Annahmequoten) dient.

94

Auch kann ein gesamtwirtschaftliches general- und spezialpraventives Interesse an der Betrugsbekampfung
und -pravention, ein Interesse an einer besseren finanziellen Inklusion von finanziell schwéacheren
Verbrauchern und auch an verbesserten Chancen zum Vertragsabschluss unterstellt werden.

95

Gleiches gilt flr das wirtschaftliche Interesse von Dritten, hier der Auskunftei, deren Geschaftsmodell auf
der Einmeldung von Daten im Gegenseitigkeitsprinzip basiert, an der Funktionsfahigkeit von Auskunfteien
und der Genauigkeit von Scores.

96

Auch die von der Beklagten fur die Betroffenen angefiihrten Interessen, etwa glinstigere
Vertragskonditionen durch eine Verbesserung des Scorewerts der Betroffenen, der Moglichkeit der
besseren Gewichtung von Negativeintragen, einem Schutz vor Uberschuldung und einer (erweiterten)
Méoglichkeit zum Abschluss von Erstvertragen, kdnnen fir die vorzunehmende Abwagung als gegeben
unterstellt werden.

97

bb. Inwieweit die Meldung von Positivdaten als Mittel zur Wahrung der genannten Interessen tatsachlich
geeignet ist, kann im Streitfall dahinstehen, denn zur Wahrung dieser Interessen wahlt die Beklagte mit der
Ubermittlung der Positivdaten jedenfalls nicht das erforderliche und verhaltnismaRige Mittel aus, sondern
die aus ihrer Sicht effektivste Methode. Dies ist unzul@ssig.

98

Die Beklagte Ubersieht, dass die Einmeldung von Positivdaten wie in Anlage K 3 unter der Uberschrift
.Erstellung eines Servicekontos (SCHUFA)“ beschrieben, nicht zur Wahrung aller von ihr genannter und
hier als gegeben unterstellter Interessen erforderlich im Sinne des mildesten Mittels ist (nachfolgend (1)).

99
Ferner Ubersieht sie, dass entgegenstehende Interessen, Grundrechte und Grundfreiheiten der betroffenen
Personen die von ihr benannten Interessen deutlich Uberwiegen (nachfolgend (2)).

100

(1) Es gibt, jedenfalls in Bezug auf einen Teil der verfolgten Interessen, im Vergleich zur
streitgegenstandlichen Einmeldung der Positivdaten mildere Mittel, d.h. Mittel, die bei gleicher Effektivitat
ohne einen vergleichbaren Eingriff in die Interessen, Grundrechte und Grundfreiheiten der betroffenen
Personen auskommen.

101

So ist etwa mit Blick auf eine Verbesserung von Abschlussquoten, eine Erhdhung der Chancen zum
Abschluss eines Erstvertrages sowie eine friihzeitige Kundenbindung eine Anpassung des
Leistungskonzepts der Beklagten, z. B. durch Vertragsmodelle mit geringeren kreditorischen Risiken oder
die Einstellung von mehr (qualifiziertem) Personal zur Kundenwerbung-, Kundenbetreuung und
Kundenbewertung ein milderes, aber mit Blick auf den verfolgten Zweck gleich effektives Mittel. Neue
Leistungskonzepte ohne erhdhtes kreditorisches Risiko und eine (personal)intensivere Akquise mit hheren
Kontrollschwellen stellen auch in Bezug auf das Ziel des Schutzes des Einzelnen vor Uberschuldung sowie
der Reduktion eines Kredit- und Ausfallrisikos ein milderes Mittel als die anlasslose Einmeldung von
Positivdaten aller Kunden dar.

102



Hinsichtlich des Interesses an einer besseren Inklusion finanziell schwacherer Verbraucher bzw. an
insgesamt gulinstigeren Tarifen (die aus einer effektiven Betrugsbekampfung resultieren kdnnen) besteht
etwa die Moglichkeit, neue Tarifmodelle zu errechnen oder ggf. Kosten an anderer Stelle einzusparen.

103

Was etwaige (negative) Schlisse aus kontextlosen Negativdaten bzw. nicht vorhandenen Daten und die
etwaige ,Chance” des Verbrauchers auf die Verbesserung seines Scores durch das Vorhandensein von

Positivdaten betrifft, ist es ein milderes — und mit Blick auf die wenig umfassende Erhebung letztlich auch
angezeigtes — Mittel, keine negativen Schlisse aus nicht vorhandenen Daten zu ziehen.

104

Das Interesse der Auskunfteien an den Positivdaten in Bezug auf eine Verbesserung ihrer
Scoreberechnung und auch als Basis ihres Geschaftsmodells kdnnte schlieRlich auf der Basis von mit
Einwilligung erteilten personenbezogenen Daten erfolgen.

105

(2) Ungeachtet etwaiger milderer Mittel verkennt die Beklagte in Bezug auf die Gesamtheit der von ihr
benannten Interessen, auch mit Blick auf das grundsatzlich legitime general- und spezialpraventive
Interesse der Betrugsbekampfung, des Schutzes vor Identitatsdiebstahl und einer — durch Schutz vor
Straftaten — Schadensreduktion im zweistelligen Millionenbereich, die Intensitat des Eingriffs, welcher aus
der pauschalen Ermachtigung zur Einmeldung von Positivdaten auf der Grundlage der von ihr verwendeten
Klausel ausgeht, sowie das Gewicht der geschutzten Interessen der von Einmeldung betroffenen
Verbraucher, was die streitgegenstandliche Datenlbermittiung im Ergebnis unverhaltnismafig macht.

106

(a) Zunachst ist in Bezug auf die Eingriffstiefe festzuhalten, dass aus den Datenschutzhinweisen der
Beklagten, die den Betroffenen durch die Beklagte kommuniziert werden (vgl. Anlage K 3), keine
,Begrenzung“ der Ubertragung dahingehend hervorgeht, dass eine gewisse Wertschwelle bzw. eine
gewisse Vertragslaufzeit fiir die Ubermittlung der Positivdaten maRgeblich sei.

107

Auch ergibt sich insoweit kein Ausschluss der Einmeldung von Informationen tber die ,Beantragung” und
,Durchflihrung“ eines Vertrages. Zwar ist es so, dass die Daten erst nach Vertragsschluss tUbermittelt
werden, dass aber nach Vertragsschluss ausschlielich Daten Uber die ,Beendigung” des Vertrages
Ubermittelt werden, ergibt sich aus der Klausel nicht.

108

Die Ermachtigung und damit auch der Eingriff erfolgt Gber die streitgegenstandliche Klausel pauschal und
ohne Einschrankung auf einen konkreten Vertragstyp. Auch ,Informationen Uber die Beantragung,
Durchfihrung® sind explizit genannt.

109
Der Eingriff geht damit deutlich weiter, als die Beklagte in ihrer Abwagungsentscheidung, die sie unter
Verweis auf die Einschrankung vorgenommen hat, zugrunde gelegt hat.

110
DemgemaR geht auch der Einwand der Beklagten ins Leere, dass im Einzelfall eine Ubertragung von Daten
zur Betrugspravention zuldssig sein kann, und der Antrag insoweit zu weit gefasst sei.

111

Im Streit steht namlich — auch mit Blick auf eine etwaig zulassige Datenubertragung zur Betrugspravention —
die sich aus der von der Beklagten verwendeten Klausel ergebenden Rechte der Beklagten (die
moglicherweise Uber die Betrugspravention hinausgehen). Die Klausel bzw. etwaige Uber diese Klausel
begriindete Rechte der Beklagten zur Datentbertragung sind als konkrete Verletzungshandlung
Gegenstand des — insoweit begrenzten — Antrags.

112

Dass zwischen den Rechten, die die streitgegenstandliche Klausel begriindet, und der im Einzelfall
méglicherweise zuléssigen Ubertragung von Daten zum Zwecke der Betrugspravention, keine Identitat
besteht, sondern die mit der streitgegenstandlichen Klausel begriindeten Rechte ggf. weiter gehen als eine
Ubertragung zur Betrugspravention, erkennt die Beklagte selbst, da sie — als eine etwaige vom BfDI ggf. zu



ergreifende verwaltungsrechtliche MalRnahme — eine ,ausdrickliche Beschrankung auf Zwecke der
Betrugsvermeidung®; vgl. Randziffer 16 des nachgelassenen Schriftsatzes vom 28.03.2023, BIl. 227 d. A.)
benennt.

113

(b) Die Beklagte tbersieht in ihrer Abwagung, insbesondere in der der Auflistung von etwaigen berechtigten
Interessen der Betroffenen, dass Interessen der Verbraucher nicht nur in giinstigen Vertragen, Steigerung
ihrer Marktchancen, Schutz vor Identitatsdiebstahl oder Schutz vor Uberschuldung etc. bestehen, sondern
auch und insbesondere in der Abwesenheit von Beeintrachtigungen eigener Rechte.

114

Im Streitfall ist es so, dass die besondere Intensitat der Beeintrachtigung und damit — spiegelbildlich — auch
das Gewicht der betroffenen Interessen der Verbraucher darin liegt, dass die Betroffenen unabhangig von
einem konkreten vertraglichen Erfordernis und dem konkret abgeschlossenen Vertrag (namlich nach
Vertragsschluss) und unabhangig von einem eigenen Fehlverhalten persdnliche Informationen preisgeben
missen, um abstrakt-generelle Ziele zu verfolgen, von denen der Verbraucher allenfalls in einem nachsten
Schritt (der Vertrag ist ja abgeschlossen) und allen voran nur mittelbar (durch — im Nachgang zu einer
erfolgreichen Betrugsbekampfung — bessere Tarife/Vertragskonditionen oder einen ,besseren” Score)
profitieren konnte.

115

Insoweit erfolgt auf Seiten der Beklagten — bei der es sich im Ubrigen weder um ein Kreditinstitut mit einem
entsprechend erhdhten Ausfallrisiko noch um eine Strafverfolgungsbehérde handelt — im Ergebnis im
Zusammenwirken mit der Auskunftei eine anlasslose (da nach Vertragsschluss) Vorratsdatensammlung
insbesondere zur Betrugsbek&dmpfung, die weit Uberwiegend Verbraucher betrifft, bei denen weder ein
kreditorisches Risiko noch das Risko eines Identitatsdiebstahls oder eines sonstigen betriigerischen
Verhaltens besteht.

116

Dies stellt eine erhebliche Verletzung der Interessen der davon betroffenen Verbraucher dar. Insoweit
streitet fur die Verbraucher das Recht auf informationelle Selbstbestimmung als Ausfluss des Allgemeinen
Personlichkeitsrechts gem. Art. 2 Abs. 1 GG i.V.m. Art. 1 Abs. 1 GG bzw. das Recht auf den Schutz
personenbezogener Daten in der Gestalt des Art. 8 EU-Grundrechte-Charta.

117

Auch und Uberdies ist der Verbraucher vor einer aushéhlenden Okonomisierung der eigenen Daten als
Ausfluss des allgemeinen Personlichkeitsrechts und des Schutzes der personenbezogenen Daten (Engeler,
Der Konflikt zwischen Datenmarkt und Datenschutz, NJW 2022, 3398) zu schitzen. Denn vorliegend sind
die Daten — wie die Beklagte selbst vortragt — eine Gegenleistung im auf ,Gegenseitigkeit* beruhenden
System ihrer Zusammenarbeit mit den Auskunfteien.

118

Die Datensammlung auf Seiten der Beklagten fiihrt im Ubrigen zu einem erheblichen
Informationsungleichgewicht zwischen dem Verbraucher auf der einen Seite und dem Vertragspartner bzw.
der Auskunftei auf der anderen Seite, wodurch die Position des Verbrauchers und folglich auch seine
Rechte — etwa die Vertragsautonomie — erheblich geschwacht werden. Dies gilt umso mehr, als mittelbar
ein Zwang entstehen kann, méglichst umfassende Informationen preiszugeben, um etwa Negativwertungen
allein aufgrund von nicht bestehenden Informationen zu vermeiden.

119

Insoweit ist auch der ,gute Ruf* des Verbrauchers (vgl. Kramer, in: Wollff/Brink, BeckOK Datenschutzrecht,
43. Edition, § 31 BDSG, Rn. 1e), welcher durch einen negativen Score bzw. die Abwesenheit von positiven
Daten und einen daraus resultierenden negativen Schluss verletzt wird, ein durch die Weitergabe der Daten
an die Auskunftei erheblich betroffenes Schutzgut.

120

(c) Fur die Beklagte streitet insoweit auch nicht ein etwaiger gesetzgeberische Wille zur Datenlbertragung
auch von Positivdaten, den die Beklagte dem § 31 BDSG im Sinne eines ,erst recht” im Vergleich zu
Negativdaten entnehmen will. Denn auch wenn Wirtschaftsauskunfteien mit der Berechnung von
Scorewerten auf der Basis von eingemeldeten Negativdaten eine von der Rechtsordnung gebilligte und



gesellschaftlich erwiinschte Funktion erfiillen(vgl. BGH CR 2020, 405), erfolgt die Ubermittlung von
Negativdaten anknlpfend an eine etwaiges ,Fehlverhalten“ des Betroffen und nicht ,anlasslos”, was —
anders als im Falle der Positivdaten — in der Abwagung fiir die Datenverwender zu berucksichtigen ist.

121

(d) Der Verweis auf Auskunfts-, Widerspruchs- und Léschungsrechte fuhrt ebenfalls zu keiner anderen
Abwagungsentscheidung, denn diese Rechte schiitzen den Verbraucher im Fall einer legitimen
Datenverarbeitung, sie legitimieren jedoch keine Datenverarbeitung. Dies ware — wie der Klager zu Recht
ausgefuhrt hat — ein Zirkelschluss.

122

(e) SchlieBlich ist auch von einem grundsatzliche Interesse und auch einem (Allgemeinen Personlichkeits-
)Recht der Verbraucher auszugehen, selbst Uber sie betreffende Datenlibermittiungen zu entscheiden. Eine
etwaige Erwartungshaltung der Betroffenen in Bezug auf eine derartige Datentubermittlung andert daran
nichts.

123

(f) Im Ergebnis ist es damit so, dass das Interesse der Verbraucher am Schutz vor einer anlasslosen und
unterschiedslosen Erhebung ihrer personenbezogener Daten zur Erreichung generell-abstrakter Ziele, in
deren Vorteil sie in der Regel allenfalls mittelbar kommen kénnen, die Interessen der Beklagten, etwa an
der (generell-abstrakten) Betrugspravention, deutlich Gberwiegt.

124

(g) Der am Verfahren gem. § 12 a UKlIaG, § 9 BDSG beteiligte Bundesbeauftragte fir den Datenschutz und
die Informationsfreiheit erachtete in einer abstrakt generellen Betrachtung eine pauschal in vertraglichen
Klauseln vorgesehene Einmeldung von Informationen wie Aufnahme und Beendigung eines
Telekommunikationsvertrages verbunden mit Name, Anschrift und Geburtsdatum an eine Auskunftei ohne
eine Einwilligung ebenfalls nicht flr datenschutzrechtlich zulassig.

125
4. Das Verbraucherschutzinteresse an der Geltendmachung des Anspruchs besteht, vgl. § 2 Abs. 1 UKIaG.
Ein Versehen im Einzelfall liegt bei der gezielt gewahlten Gestaltung (Anlage K 3) nicht vor.

126

5. Durch die erfolgte Verletzungshandlung ist die fur den geltend gemachten Unterlassungsanspruch
erforderliche Wiederholungsgefahr gegeben. Eine die Wiederholungsgefahr ausraumende strafbewehrte
Unterlassungserklarung hat die Beklagte nicht abgegeben. Soweit eine Datenlibermittlung nach den
Angaben der Beklagten bislang nur in eingeschranktem Umfang erfolgt sein sollte, besteht im Umfang der
erteilten Datenschutzhinweise jedenfalls eine entsprechende Erstbegehungsgefahr. Die Erstbegehungs-
bzw. Wiederholungsgefahr wird im vorliegenden Fall auch nicht dadurch beseitigt, dass die Beklagte die
Ubertragung der Daten bis zur Klarung der Rechtslage ausgesetzt hat (Bornkamm, in:
Koéhler/Bornkamm/Feddersen, 41. Auflage, UWG § 8 Rn. 1.49).

127
6. Ob in der streitgegenstandlichen Verletzungshandlung auch ein Verstol3 nach dem UWG zu sehen ist,
bedarf folglich keiner Entscheidung.

128

II. Hinsichtlich des Unterlassungsantrags Ziffer 1. lit. b) dringt der Klager nicht durch. Die mit dem Antrag
angegriffene Klausel in den Datenschutzhinweisen der Beklagten stellt keine AGB im Sinne von § 305 Abs.
1 Satz 1 BGB dar.

129

1. Ob von den eigentlichen Geschaftsbedingungen getrennte ,Datenschutzmerkblatter” als
Vertragsbedingungen anzusehen sind, hangt davon ab, ob sie dem Verbraucher den Eindruck vermitteln,
dass er sie sich im Streitfall als verbindliche Regelung entgegenhalten lassen muss. Fir die Unterscheidung
ist deshalb auf den Empfangerhorizont abzustellen. Eine Vertragsbedingung im Sinne von § 305 Abs. 1 S. 1
BGB liegt vor, wenn allgemeine Hinweise nach ihrem objektiven Wortlaut bei den Empfangern den Eindruck
hervorrufen, es solle damit der Inhalt eines vertraglichen Rechtsverhaltnisses bestimmt werden (KG, Urteil



vom 27.12.2018 — 23 U 196/13, BeckRS 2018, 38941; vgl. auch: Brinkmann, in:
Gsell/Kriiger/Lorenz/Reymann, beck-online. GROSSKOMMENTAR, BGB § 307, Rn. 100).

130

2. Im Streitfall ist es so, dass sich die beanstandete Klausel im Datenschutzmerkblatt (vgl. Ziffer 9,
Uberschrift ,Erstellung eines Servicekontos (SCHUFA)“, Anlage K 3) als bloR einseitige Verlautbarung
bestimmter Datenverarbeitungspraktiken durch die Beklagte darstellt, die den (unzutreffenden) Eindruck
vermittelt, dass die Beklagte zur darin bezeichneten Datenverarbeitung berechtigt sei, ohne dass es auf die
Einwilligung des Verbrauchers ankomme, also auch ohne dass er insoweit Entscheidungsmaoglichkeiten
hatte.

131
Insofern wendet sich das Argument des Klagers, die Beklagte kdnne — alternativ zur streitgegenstandlichen
Datenubermittiung — Daten doch auf der Basis einer Einwilligung der Betroffenen tbermitteln, gegen ihn.

132
Damit prasentiert sich die Klausel im Ergebnis gerade nicht als ,Vertragsbedingung®, die an eine etwaige
Einwilligung geknlpft ware, und ist daher auch keine ,Allgemeine Geschaftsbedingung“ gem. § 305 BGB.

133
3. Ein Anspruch auf Unterlassung gem. §§ 1, 3 Abs. 1 Nr. 1 UKIaG i.V.m. § 307 Abs. 1, 2 Nr. 2 BGB i.V.m.
Art. 5 Abs. 1 lit a) und Art. 6 Abs. 1 DSGVO besteht im Ergebnis daher nicht.

134

Ill. Der Klager kann von der Beklagten die Erstattung von Abmahnkosten in Hohe der geforderten
Pauschale, die der Hohe nach von der Beklagten zu Recht nicht beanstandet wird, aus §§ 5 UKlaG, 13 Abs.
3 UWG verlangen, denn die Abmahnung des Klagers vom 25.01.2022 (Anlage K 4) war nach dem oben
Gesagten jedenfalls zum Teil berechtigt und begriindet.

135

Auch wenn die Abmahnung nur teilweise berechtigt war, ist die Kostenpauschale bei der Abmahnung eines
Verbandes in voller Héhe zu zahlen, (Bornkamm/Feddersen, in: Kéhler/Bornkamm/Feddersen, UWG, 41.
Auflage, § 13, Rn. 133).

136
Der zuerkannte Anspruch auf Zahlung von Verzugszinsen ist gemaf §§ 280 Abs. 1 und 2, 286, 288 Abs. 1
BGB begriindet.

C.

137

Soweit der nicht nachgelassene Schriftsatz des Beklagtenvertreters vom 21.04.2023 anderes als blofie
Rechtsausfiihrungen enthalt, war dieser gemaf § 296 a ZPO nicht mehr zu bertcksichtigen (vgl.
Zoller/Greger, ZPO, 32. Auflage, § 132, Rn. 4), eine Wiederéffnung der Verhandlung nach § 156 ZPO war
nicht geboten (vgl. auch BGH NJW 2000, 143 f. und Zoller/Greger, 32. Auflage, § 156, Rn. 4 und 5).

D.

138
Die Kostenentscheidung folgt aus § 92 Abs. 1 Satz 1 ZPO, die Entscheidung uber die vorlaufige
Vollstreckbarkeit aus § 708 Nr. 11 und § 711 Satz 1 und 2 ZPO.



