BayVSA: 33. Raumliche SicherheitsmalRnahmen

33. Réaumliche Sicherheitsmaflnahmen

33.1

VS-IT-Raume und alle anderen Raume, in denen VS-VERTRAULICH oder héher eingestufte
Verschlusssachen regelmaRig oder haufig gehandhabt werden (VS-Arbeitsbereiche) sind so zu schitzen,
dass Unbefugte am Zutritt gehindert werden.

33.2

Mit der Handhabung von Verschlusssachen befasste Organisationseinheiten und Personen sind nach
Méoglichkeit raumlich zusammenzufassen.

33.3

1Sofern Umfang und Bedeutung der dort anfallenden Verschlusssachen es erfordern, sind in einer Behdrde
oder sonstigen 6ffentlichen Stelle des Landes oder in einem Teil von ihr von der jeweils zustandigen
obersten Staatsbehdrde im Einvernehmen mit dem Staatsministerium des Innern, fur Sport und Integration
(Staatsministerium) Sicherheitsbereiche zu bilden. 2Diese sind durch personelle, organisatorische und
technische MalRnahmen gegen den Zutritt durch Unbefugte zu schutzen. 3Zutritt zu diesen Bereichen darf
nur an Stellen mdglich sein, an denen eine zuverlassige Prifung der Zutrittsberechtigung stattfindet. 4Als
Sicherheitsbereiche kommen sowohl einzelne oder mehrere Raume als auch Gebaude oder
Gebaudegruppen in Betracht.

33.4

'Die in einem Sicherheitsbereich tatigen Personen sind beim Betreten des Sicherheitsbereiches anhand
des Dienstausweises oder auf andere geeignete Weise zu identifizieren. 2Besucher und Fremdpersonal
sind nach Identitatsfeststellung wahrend des Aufenthalts im Sicherheitsbereich zu beaufsichtigen. 3Bei
Besuchern und Fremdpersonal, die nachweislich, zum Beispiel durch eine Konferenzbescheinigung nach
Muster der Anlage 6, nach dem Bayerischen Sicherheitstiberprifungsgesetz tberprift sind, kann die
Beaufsichtigung entfallen.

33.5

Das Kontrollpersonal ist tber alle Arten von Ausweisen, die zum Betreten des Sicherheitsbereichs
berechtigen, zu unterrichten. 2Die Aufgaben des Kontrollpersonals sind in einer Dienstanweisung
festzulegen. 3Besucherausweise oder ahnliche Aufzeichnungen sind zwei Jahre aufzubewahren.

33.6

TPersonen, die zum Zugang zu Verschlusssachen ermachtigt sind oder die eine Tatigkeit ausliben, bei der
sie sich Zugang zu Verschlusssachen des Geheimhaltungsgrades VS-VERTRAULICH oder hoher
verschaffen kdnnen, ist wahrend der Bearbeitung solcher Verschlusssachen der Betrieb von privaten Bild-
und Tonaufzeichnungsgeraten, privater Informationstechnik und mobilen Telekommunikations-Endgeraten,
zum Beispiel Mobiltelefone, Datentrager, Notebooks, Kameras, Diktiergerate, Fitnesstracker, Smartwatches,
am Arbeitsplatz grundsatzlich untersagt. 2Die Geheimschutzbeauftragte oder der Geheimschutzbeauftragte,
bei Konferenzen, Sitzungen und Besprechungen die verantwortliche Leitung, kann spezielle Regelungen
festlegen, um den Betrieb zu erlauben oder das Mitbringen zu untersagen.



